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Technology companies are entering a new phase of regulation, and many probably aren’t prepared yet. Shaped
during an era of growth and limited government oversight, these companies historically viewed new regulations
as an occasional distraction that’s handled, often ad hoc, by their compliance and legal teams. Back then, the
volume of regulatory change was manageable and there wasn’t a pressing need to build a formalized approach
to regulatory response and readiness.

As we enter 2025, that’s all about to change. A new wave of global tech regulations and standards is taking hold
and expanding in the European Union, United Kingdom, India, South Korea, Canada and elsewhere. Domestically,
the states are racing to enact new laws governing Al, privacy and content moderation. The Justice Department
recently issued a final rule to prevent foreign adversaries from accessing Americans’ bulk sensitive personal data.
And the Trump administration, despite its deregulatory posture overall, has signaled an appetite for new oversight
on questions of Section 230 liability, content moderation, Al, immigration and trade with foreign rivals.

In this environment, the industry’s long-standing, reactive approach to compliance is no longer viable. Responding
to regulations only after they’re issued may have worked in the past, but it’s become too costly, inefficient and risky
with today’s emerging, often overlapping rules. Risk, compliance and legal teams at tech companies should accept
this reality and face it head-on, learning from other sectors and building a fit-for-purpose compliance infrastructure.
This shift calls for adopting an agile compliance model that integrates regulatory readiness across strategy,
products and operations.



https://www.federalregister.gov/documents/2025/01/08/2024-31486/preventing-access-to-us-sensitive-personal-data-and-government-related-data-by-countries-of-concern
https://www.pwc.com/us/en/election-2024/trump-administration-inauguration.html

A brave new
regulatory landscape

I,

Policymakers at home and abroad are advancing new guardrails around technology at a dizzying pace.
This trend reflects a broader societal shift in awareness of the potential harm that emerging tech, large
digital platforms and the widespread collection of personal data might pose if left unsupervised.

The new guardrails fall into five categories.

I Digital safety

Governments prioritize
regulations to protect users from
cyber threats and online harms.

I Privacy and data protection

Strengthened privacy
regulations globally empower
individuals and enhance data
protection and transparency.

| Artificial intelligence

There is a focus on responsible
use, transparency, and
accountability in Al systems.

Digital competition

Regulatory authorities address
digital competition concerns
to promote fair practices and
foster innovation.

—I Cybersecurity

Governments implement stringent
cybersecurity regulations to
enhance protection against
cyberattacks and data breaches.

Artificial intelligence. Al capabilities are evolving rapidly and regulators are sprinting to keep pace

'1 with Responsible Al regulation. The speed of the technology advancements, combined with the
regulatory response, is testing the limits of compliance and risk management programs at companies
of all sizes and in all sectors. For tech companies, the challenge is, of course, more acute.

Digital safety. New requirements around online safety are proliferating. These include laws protecting
users of digital platforms (especially children) from harmful content, and requiring platforms to take
preventive steps, provide safety tools and disclose metrics on their efforts to remove harmful content.
Some also require a mechanism for users to challenge a platform’s content-moderation decisions.
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https://www.pwc.com/us/en/technology/responsible-ai.html

Digital competition. Efforts abroad to counter US tech companies’ market dominance and

3 foster homegrown innovation are gaining ground. These laws prevent perceived anti-competitive
practices in the digital economy and attempt to eliminate barriers to entry and level the playing
field for market participants.

a higher priority internationally, privacy and data protection requirements have flourished

. Privacy and data protection. Another active category of tech regulations is privacy. Historically
domestically in recent years, especially among individual states.

cybersecurity and operational resilience. In Europe alone, several major regulations have been
adopted recently and will take effect soon. At home, there are new federal requirements around
critical infrastructure and efforts to harmonize a multitude of existing cyber rules. Some states,
notably California and New York, are advancing their own cyber rules.

. Cybersecurity. One of the biggest categories of existing and emerging tech regulations is

For examples of recently implemented tech regulations, see the list in the appendix.
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The hidden cost of N

reactive compliance

Many in the tech industry could find themselves unprepared for this regulatory environment and they’re inching
toward a compliance crisis. Why? Consider how most tech companies approach regulations compared to their
peers in other sectors. Rather than build infrastructure to manage continually evolving requirements — something
that banks, hospital systems and insurance companies have been doing for decades, although not always in an
integrated manner — the tech industry has generally taken a reactive, siloed and often federated approach.

7

‘ ‘ Responding reactively to each new
regulation (initial workaround, customer
care, remediation, litigation and penalties)

is often costly and inefficient.”

This can work with the effort of smart people doing the right thing, but as compliance requirements continue
to grow, this fragmented approach is unsustainable. Responding reactively to each new regulation (initial
workaround, customer care, remediation, litigation and penalties) is often costly and inefficient. The work
usually isn’t scalable, with each response producing unique solutions that typically won’t translate to the
next big regulation. Even for the same regulation, a company’s response may not be consistent across the
enterprise, but rather, a patchwork of solutions, each one tailored to a different line of business.

And so, the cycle of ad hoc solution-building continues, throwing good money after bad and creating
unnecessary risk.

What’s more, the true cost of reactive measures is often grossly underestimated. While planned spending

on compliance infrastructure sits in the risk leader’s budget and is easy to track, reactive costs are dispersed
across the business — legal, product, engineering, operations, marketing, government relations — and include
harder-to-quantify costs like lost opportunities, product delays and reputational damage.

For that matter, spending on proactive measures can be misleading, too. Investing in compliance infrastructure
won’t help if it’s siloed or can’t be adapted to handle new requirements in multiple jurisdictions. True readiness
requires a deep understanding of the regulatory landscape, one that informs the company’s compliance and
risk management strategy, the people it hires and the processes, systems and tools it adopts. It also requires
a unified model for managing new regulations, one that eliminates duplication, supports agility and enables
consistent, robust compliance across lines of business.
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https://www.pwc.com/us/en/executive-leadership-hub/library/election-insights-2024-risk-management-leaders.html
https://www.pwc.com/us/en/executive-leadership-hub/library/election-insights-2024-risk-management-leaders.html

Operationalizing 7
regulatory readiness /

To achieve regulatory readiness, consider what your peers in other sectors have done to operationalize
compliance. A common thread in how others manage regulatory change successfully is a model that drives
shared enterprise standards and a consistent approach across the organization, all in a well-coordinated
manner. That doesn’t necessarily mean a rigid, top-down approach across all lines of business and geographic
markets. There’s a continuum of potential approaches, some of which may allow for a centralized regulatory
strategy while also enabling decentralized decision-making for specific products or local laws.

7 steps to regulatory readiness

<«— Business functions (Legal and LoB) to support central regulatory efforts as needed ——

Horizon scanning and intake Analyze and define requirements Assessment, harmonization
Log and prioritize newly 5 As regulations are passed, = and implementation
passed, incoming, or understand and decompose the ! Assess risks, integrate
anticipated regulations in a - requirements, define the scope of - regulatory regs., and coordinate
centralized database and the compliance program, and implementation of harmonized
continuously track new . identify key impacted stakeholders . controls across all LoBs with the .
developments and progression support of engineering

Program oversight
° ’

Ensure LoB stakeholders drive process
through to completion, providing

overarching program management .

Feedback loop n Tracking, maintaining and reporting H Monitoring

Improve and iterate via a closed Z Own and execute against new 5 Validate and test new A~
feedback loop that: [a] ensures processes and controls deployment - controls to ensure L/C%
regulations are being responded - for each line of business, track control - effectiveness,
as prescribed and [b] identifies — delivery, and maintain quality —_— compliance, and quality;
and shares breakdowns, gaps, Qg; standards, and with report out on S_\g may involve conducting
or previously overlooked L efficiency and effectiveness Lo audits, simulations, or
considerations other testing methods

Risk Link support (currently designed) . Centralized T79) Distributed BU

= Risk Link, a PwC product, is a digital-first strategy ownership 2SN ownership

to streamline key processes and enable a proactive,
tech-enabled approach to risk

The right approach may vary for different entities, depending on their organizational structure, culture and
geographic footprint. However, what'’s true for all successful compliance models is that they involve consistency
in execution across the enterprise, be that centralization or strong coordination, to help eliminate wasteful
duplication and workarounds and to support agile, consistent and strategic compliance outcomes.
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https://www.pwc.com/us/en/services/consulting/cybersecurity-risk-regulatory/library/risk-and-compliance-cost-optimization.html

Enterprise compliance:
Where to start?

Implementing a strong and effective compliance model begins with establishing a unified approach to monitoring
regulations, breaking them into actionable requirements, applying them across the organization and implementing
readiness measures. This framework will help your organization consistently assess, manage and mitigate risks
across all existing and incoming policies, standards and regulatory obligations, fostering consistent compliance
and driving operational efficiency. Once this consistent and integrated approach is established, the application can
be decentralized or federated, provided that each downstream team adheres to a shared methodology, technology
stack and governance structure.

Drawing on lessons learned from organizations that underwent similar transformations, we’ve identified several
practical steps to help you launch or enhance your own programs.

Build on what you already have
Most companies already have some form of compliance functions,
governance and controls. Assess your existing structures to identify
what you can leverage or scale. A cohesive regulatory readiness program

should serve as the convener across risk/compliance, business and
engineering teams, aligning everyone around a single framework.

Create a cross-functional committee

This isn’t just a legal or compliance responsibility — success hinges

on collaboration across multiple functions, including engineering,
product, operations and so on. While one team may take the lead, broad
engagement is essential for translating legal requirements into practical
controls and features. Consider forming a standing committee to regularly
align on new obligations, milestones, progress and risks.

Embed compliance early and often

Many companies wait until late-stage development or post-launch to
tackle compliance. By building compliance into the product life cycle —
starting at the design phase — you can help reduce risk, avoid surprises

and speed time-to-market.
V/
7.
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Leverage a common control and compliance baseline

You probably already have controls in place — whether for privacy,
cybersecurity or previous regulations like DMA and DSA. By
harmonizing these controls into a single baseline, you’ll gain visibility
into what’s covered and what remains exposed. Al can help efficiently
map new regulatory obligations to your existing baseline and address
any gaps in a systematic, prioritized way.

Use technology wisely (there’s no silver bullet)

Al and automation can streamline your regulatory processes from triaging
and assessing new regulations to mapping requirements against existing
controls. However, human oversight remains vital. Inputs must be accurate,
contextualized and reviewed by specialists to enable tailored, relevant
outputs. Technology is a powerful multiplier, but people ultimately drive

the final decisions.

n Cultivate a culture of compliance
Product changes alone won’t solve the problem. Train employees on
emerging regulations, encourage open communication about risks and

foster a sense of shared responsibility. Compliance shouldn’t be viewed
as a check-the-box exercise.

Stay ahead of the next wave
New regulations are emerging daily, making this an ongoing effort rather

than a one-time exercise. A key element of any readiness program is the
ability to anticipate what’s on the horizon through active monitoring, industry

~ engagement and legislation tracking. By keeping an eye out for proposed
\ \ regulations, you can move strategically instead of scrambling to react.
N

7
7
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Appendix: A sampling of recent tech regulations

Tech companies are facing growing requirements from across the globe. Here’s a selection of laws and
regulations recently adopted or proposed as of this paper’s issuance. This list is designed to be illustrative.
Some items will be rolled back or modified, while new ones will continue emerging, which is why it’s critical
that companies have the capability to manage changing requirements.

Al system development, deployment and use.

Artificial intelligence — Laws, regulations and standards that impose guardrails around

Jurisdiction Regulation or standard Status
United States NIST Al Risk Management Framework Adopted
EQ on artificial intelligence Rescinded
Joint CFPB, DOJ, EEOC and FTC statement on enforcement Adopted
efforts against discrimination and bias in automated systems
California 2024 Al legislative package Adopted
Colorado SB 24-205 Adopted
Colorado Regulation 10-1-1 Adopted
Utah Artificial Intelligence Policy Act Adopted
Tennessee’s Ensuring Likeness, Voice, and Image Security Adopted
(ELVIS) Act
Australia Australia’s Artificial Intelligence Ethics Principles Adopted
Voluntary Al Safety Standard Adopted
National framework for the assurance of artificial intelligence Adopted
in government
Brazil Al Regulation Bill No. 2338/2023 Proposed
Canada Al and Data Act Proposed
China Algorithmic Recommendation Regulation Adopted
Deep Synthesis Management Regulation Adopted
Measures for the Management of Generative Al Services 2023 Adopted
European Union Al Act Adopted
Al Liability Directive Proposed
India Digital India Act Proposed
International ISO/IEC 42001 Adopted
OECD Recommendation of the Council on Artificial Intelligence Adopted
Saudi Arabia Al Adoption Framework Adopted
South Korea Bill on Fostering the Al Industry and Securing Trustworthy Al Proposed
United Kingdom Consultation on Copyright and Artificial Intelligence Proposed
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https://www.nist.gov/itl/ai-risk-management-framework
https://www.federalregister.gov/documents/2023/11/01/2023-24283/safe-secure-and-trustworthy-development-and-use-of-artificial-intelligence
https://www.ftc.gov/system/files/ftc_gov/pdf/EEOC-CRT-FTC-CFPB-AI-Joint-Statement%28final%29.pdf
https://www.ftc.gov/system/files/ftc_gov/pdf/EEOC-CRT-FTC-CFPB-AI-Joint-Statement%28final%29.pdf
https://www.gov.ca.gov/2024/09/29/governor-newsom-announces-new-initiatives-to-advance-safe-and-responsible-ai-protect-californians/
https://leg.colorado.gov/sites/default/files/2024a_205_signed.pdf
https://www.sos.state.co.us/CCR/GenerateRulePdf.do?ruleVersionId=11153&fileName=3%20CCR%20702-10
https://le.utah.gov/~2024/bills/sbillint/SB0149.pdf
https://www.capitol.tn.gov/Bills/113/Bill/HB2091.pdf
https://www.capitol.tn.gov/Bills/113/Bill/HB2091.pdf
https://www.industry.gov.au/publications/australias-artificial-intelligence-ethics-principles
https://www.industry.gov.au/publications/voluntary-ai-safety-standard
https://www.finance.gov.au/sites/default/files/2024-06/National-framework-for-the-assurance-of-AI-in-government.pdf
https://www.finance.gov.au/sites/default/files/2024-06/National-framework-for-the-assurance-of-AI-in-government.pdf
https://www25.senado.leg.br/web/atividade/materias/-/materia/157233
https://ised-isde.canada.ca/site/innovation-better-canada/en/artificial-intelligence-and-data-act-aida-companion-document
https://www.gov.cn/zhengce/zhengceku/2022-01/04/content_5666429.htm
https://www.gov.cn/zhengce/zhengceku/2022-12/12/content_5731431.htm
http://www.cac.gov.cn/2023-07/13/c_1690898327029107.htm
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32024R1689
https://oeil.secure.europarl.europa.eu/oeil/en/procedure-file?reference=2022/0303(COD)
https://www.meity.gov.in/writereaddata/files/DIA_Presentation%2009.03.2023%20Final.pdf
https://www.iso.org/obp/ui/en/#iso:std:81230:en
https://legalinstruments.oecd.org/en/instruments/oecd-legal-0449
https://sdaia.gov.sa/en/SDAIA/about/Files/AIAdoptionFramework.pdf
https://www.assembly.go.kr/portal/bbs/B0000051/view.do?nttId=2095056&menuNo=600101&sdate=&edate=&pageUnit=10&pageIndex=1
https://www.gov.uk/government/consultations/copyright-and-artificial-intelligence/copyright-and-artificial-intelligence#bcopyright-and-artificial-intelligence

online platforms and services, including restrictions on illegal and harmful content (especially

. Digital safety — Laws, regulations and standards that impose user safety requirements for
directed at children), fraudulent advertising, disinformation and harmful algorithms.

Jurisdiction Regulation or standard Status
United States California Age-Appropriate Design Act Adopted
Australia Online Safety Act Adopted

Online Safety Industry Codes Adopted (Phase 1)
European Union Digital Services Act (DSA) Adopted

Regulation to address the dissemination of terrorist content online | Adopted
Ireland Irish Online Safety and Media Regulation Act Adopted
India Digital India Act Proposed

India IT Rules 2.0 Adopted
South Korea Act on Protection of Digital Service Users Adopted
Thailand Digital Platform Services Law Adopted
United Kingdom Online Safety Act Adopted

3 Digital competition — Laws, regulations and standards that govern competition between
tech companies or digital platforms.

Jurisdiction Regulation or standard Status
United States DOJ/FTC merger guidelines Adopted
Australia News Media and Digital Platforms Mandatory Bargaining Code Adopted
Chile Horizontal Merger Guidelines Adopted
European Union Digital Markets Act (DMA) Adopted
Data Act Adopted
India Digital Competition Act Proposed
South Korea Online Platform Monopoly Guidelines Adopted
United Kingdom Digital Markets, Competition and Consumers Act 2024 Adopted
Digital markets competition regime guidance Adopted
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https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202120220AB2273
https://www.legislation.gov.au/C2021A00076/latest/text
https://onlinesafety.org.au/
https://eur-lex.europa.eu/eli/reg/2022/2065/oj
https://eur-lex.europa.eu/eli/reg/2021/784/oj
https://www.irishstatutebook.ie/eli/2022/act/41/enacted/en/html
https://www.meity.gov.in/writereaddata/files/DIA_Presentation%2009.03.2023%20Final.pdf
https://prsindia.org/billtrack/the-information-technology-intermediary-guidelines-and-digital-media-ethics-code-rules-2021
https://www.fsc.go.kr/eng/pr010101/82683#:~:text=This%20Act%20contains%20provisions%20(a,against%20those%20engaging%20in%20unfair
https://www.etda.or.th/getattachment/Regulator/DigitalPlatform/law/Clean-Royal-Decree-on-DP-Corrected-1.pdf.aspx?lang=th-TH
https://www.legislation.gov.uk/ukpga/2023/50
https://www.ftc.gov/system/files/ftc_gov/pdf/P234000-NEW-MERGER-GUIDELINES.pdf
https://www.accc.gov.au/by-industry/digital-platforms-and-services/news-media-bargaining-code/news-media-bargaining-code#:~:text=The%20Treasury%20Laws%20Amendment%20(News,a%20significant%20bargaining%20power%20imbalance.
https://www.fne.gob.cl/wp-content/uploads/2022/05/20220531.-Guia-para-el-Analisis-de-Operaciones-de-Concentracion-Horizontales-version-final-en-ingles.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/?toc=OJ%3AL%3A2022%3A265%3ATOC&uri=uriserv%3AOJ.L_.2022.265.01.0001.01.ENG
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32023R2854&qid=1704709568425
https://prsindia.org/policy/report-summaries/digital-competition-law
https://www.ftc.go.kr/www/selectReportUserView.do?key=10&rpttype=1&report_data_no=9916
https://www.legislation.gov.uk/ukpga/2024/13/enacted#section-85
https://www.gov.uk/government/publications/digital-markets-competition-regime-guidance

Privacy and data protection — Laws, regulations and standards that impose guardrails around

the collection, handling, use and sharing of personal or sensitive data.

Jurisdiction Regulation or standard Status
United States EO restricting bulk data transfers Adopted
DQJ rule implementing EO on bulk data transfers Adopted
Protecting Americans’ Data from Foreign Adversaries Act (PADFA) | Adopted
Protecting Americans from Foreign Adversary Controlled Adopted
Applications Act
HIPAA security rule amendments Proposed
California DELETE Act Adopted
Maryland Online Data Privacy Act Adopted
Minnesota Consumer Data Privacy Act Adopted
Oregon Consumer Privacy Act Adopted
Delaware Personal Data Privacy Act Adopted
New Jersey S332 Adopted
Canada Bill C-26 Proposed
China Personal Information Protection Law Adopted
European Union Data Act Adopted
EU-US Data Privacy Framework Adopted
India Digital Personal Data Protection Act, 2023 Adopted
Saudi Arabia Personal Data Protection Law Adopted
United Kingdom Data Protection and Digital Information Bill Proposed
Data (Use and Access) Bill Proposed
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https://www.federalregister.gov/documents/2024/03/01/2024-04573/preventing-access-to-americans-bulk-sensitive-personal-data-and-united-states-government-related
https://www.federalregister.gov/documents/2025/01/08/2024-31486/preventing-access-to-us-sensitive-personal-data-and-government-related-data-by-countries-of-concern
https://www.congress.gov/118/plaws/publ50/PLAW-118publ50.pdf
https://www.congress.gov/118/plaws/publ50/PLAW-118publ50.pdf
https://www.congress.gov/118/plaws/publ50/PLAW-118publ50.pdf
https://explore.pwc.com/hipaa-security-update
https://leginfo.legislature.ca.gov/faces/billTextClient.xhtml?bill_id=202320240SB362
https://mgaleg.maryland.gov/2024RS/chapters_noln/Ch_455_sb0541E.pdf
https://www.revisor.mn.gov/laws/2024/0/Session+Law/Chapter/121/#:~:text=CONSUMER%20DATA%20POLICY
https://www.oregonlegislature.gov/bills_laws/ors/ors646A.html#:~:text=Oregon%20Laws%202023.-,CONTROL%20AND%20PROCESSING%20OF%20CONSUMER%20PERSONAL%20DATA,-646A.570%20Definitions
https://www.legis.delaware.gov/BillDetail?legislationId=140388
https://pub.njleg.state.nj.us/Bills/2022/S0500/332_R6.PDF
https://www.parl.ca/legisinfo/en/bill/44-1/c-26
https://digichina.stanford.edu/work/translation-personal-information-protection-law-of-the-peoples-republic-of-china-effective-nov-1-2021/
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32023R2854
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf_en
https://egazette.gov.in/WriteReadData/2023/248045.pdf
https://sdaia.gov.sa/en/SDAIA/about/Documents/Personal%20Data%20English%20V2-23April2023-%20Reviewed-.pdf
https://bills.parliament.uk/bills/3430
https://bills.parliament.uk/bills/3825

Cybersecurity — Laws, regulations and standards that govern cybersecurity and cyber resilience.

Jurisdiction Regulation or standard Status

United States EO on Strengthening and Promoting Innovation in the Nation’s Adopted
Cybersecurity

Cyber Incident Reporting for Critical Infrastructure Act (CIRCIA) Adopted

CISA rules implementing CIRCIA Proposed
SEC cyber disclosure rule Adopted
Quantum Computing Cybersecurity Preparedness Act Adopted
NYSDFS cyber regulations Adopted
California cyber regulations Proposed
China CAC Security Assessment Measures Adopted
European Union Cyber Resilience Act Adopted
NIS-2 Directive Adopted
Digital Operations Resilience Act (DORA) Adopted
Regulation on Machinery 2023/1230 Adopted
Critical Entities Resilience Directive Adopted
United Kingdom Product Security and Telecommunications Infrastructure Act Adopted
Cyber Security and Resilience Bill Proposed

Consultation paper 26/23 — Operational resilience: Critical third Adopted
parties to the UK financial sector
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https://www.federalregister.gov/documents/2025/01/17/2025-01470/strengthening-and-promoting-innovation-in-the-nations-cybersecurity
https://www.federalregister.gov/documents/2025/01/17/2025-01470/strengthening-and-promoting-innovation-in-the-nations-cybersecurity
https://www.cisa.gov/sites/default/files/2023-01/Cyber-Incident-Reporting-ForCriticalInfrastructure-Act-o-f2022_508.pdf
https://public-inspection.federalregister.gov/2024-06526.pdf
https://www.sec.gov/files/rules/final/2023/33-11216.pdf
https://www.congress.gov/bill/117th-congress/house-bill/7535/text
https://www.dfs.ny.gov/system/files/documents/2023/10/rf_fs_2amend23NYCRR500_text_20231101.pdf
https://cppa.ca.gov/regulations/pdf/ccpa_updates_cyber_risk_admt_ins_text.pdf
https://www.loc.gov/item/global-legal-monitor/2022-12-12/china-measures-of-security-assessment-for-cross-border-data-transfer-take-effect/
https://digital-strategy.ec.europa.eu/en/policies/cyber-resilience-act
https://digital-strategy.ec.europa.eu/en/policies/nis2-directive
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32022R2554&from=FR
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32023R1230
https://eur-lex.europa.eu/eli/dir/2022/2557/oj
https://www.legislation.gov.uk/ukpga/2022/46/contents/enacted
https://www.gov.uk/government/collections/cyber-security-and-resilience-bill
https://www.bankofengland.co.uk/prudential-regulation/publication/2023/december/operational-resilience-critical-third-parties-to-the-uk-financial-sector
https://www.bankofengland.co.uk/prudential-regulation/publication/2023/december/operational-resilience-critical-third-parties-to-the-uk-financial-sector
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