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3arajibHa Kibep3aexXHiCTh — KJIIOYOBUH GaKTOp I106aIbHOTO
PU3UKY

CTiliKicTh: Oydep /1 3HMKEHHS IIOKOBOT'0 ehEKTY
Big KibeparTak

HacTymHu KpOK 3a CBITOBUMU JlilepaMu
MeTozosioria

KoHnTaxkTu

JocnigeHHA rnobanbHUX TeHAEHUIN iHpopMauinHoi 6e3nekn 3a 2018 pik: OCHOBHI BUCHOBKU




| [Top’s13aHi 3 KibepOe3neKoo iHIIUAeHTH

IIoYasy BiZIOyBaTHCh YacCTillle i peTry/IsipHO
R X .ﬁ MIOTPAIVIAIOTH y 3ar0JIOBKU HOBUH, YUM
.. | BUKJMKAIOTh BCE OLIBITY TPUBOTY Y
CIIO’KMBAYiB Ta KEPiBHUKIB Oi3HECY.
_ HesBakarouu Ha MWIBHY yBary 0 TaKUX
AR RN 4 BMITIA/IKiB, AKa OyJia IpUBepHYyTa 3a OCTaHHi
3 \ - POKM, OTBIIIOCTI OpraHi3aiiiii 1o BChOMY CBIiTY
. 7 ©0 % Bce e BAXXKO OCATHYTH i KepyBaTy
n . BUHMKAaIOYMMH KiGeppU3NKaMHU B yce OLIbII
CKJIafIHOMY ITUGPOBOMY CepeIOBUIIII.
3Bakar04u Ha Te, 1[0 KOXKHOTO AHA UppoBe
cepeZoBUIle YCKIAZHIOEThCA 1 HallIa
. == 3AJIEXKHICTD BiJ] JaHUX Ta B3a€EMOZIl Y Mepexi
, 3pOCTaE€, PO3BUTOK CTiMKOCTi /10 Kibep3arpos
- el — IIUPOKOMAaCIITAOHUX MO/iM 3 pyHHIBHUMU
HaCJIiAKaMU, AKi PO3BUBAIOTHCA 11O
KacKaZHOMY IIPUHIIUITY, 1lle HiKoJIu He OYB
HACTLIbKUA BAXXKJIMBUM.
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PwC

Boxe 6y;u 3adpikcoBaHi TOOAMHOKI BUMTAZKU KibepaTak, SIKi MaJii BIUIUB

Ha XKUTTA Ta 3[0POB’A JIIOAVHU, a TAKOXX BUKJIMKAIU PUSUKU €KOJOTIYHUX
kaTacTpod.! Pazom 3 1iuMu 3arposamu, AeCTPYKTUBHUM ITOTeHIial
KibepaTak cTae Bce OUTBII OYeBUAHUM, 0COOIHUBO Y cdepi reonoTiTHIHNX
3arpo3. Hanpukiaz, kibepaTtaka B TypeuunHi y rpyaHi 2015 poky BIUTHHYIa
Ha pobOTy MepeX, IKi BUKOPUCTOBYIOThCS OaHKaMU, 3aco6aMu MacoBO1
inpopmariii Ta ypsgom kpainm.? I1i3Hilre 1[bOTo K MicCsAILs BIIepIie B
pe3ysbTaTi KibepaTaku Ha eJleKTPOeHepPreTUYHY CUCTeMY Oy/iv BUBeZeHi

3 JIaZly CHCTEMU PO3IIOALTY eJIeKTpoeHeprii B YKpaiHi, 3aJnimBIg 6e3
enekTpoeHeprii 230 000 xkuteniB.® L] aTaka Takox Oysa Hal[ileHa Ha
TesieOHHY CHCTEMY KpaiHH, 1[0 3aBaJWIO KOPHUCTyBadyaM MOBiZIOMUTH IIPO
mmepeboi y mocTayaHHi eJIeKTPOeHePril i B pe3y/IbTaTi 3HaYHO 30UTBIIIIIIO
3yCWLIA TI0 BiZIHOBJIEHHIO eHepronocTadaHHa.* Y yepBHi 2017 poky
kibepartaka Bipycy mudpyBaHHA Petya Bpaswia yKpaiHChbKi KOMITIOTepHU Ta
BUKJIMKaJIa omepalliiiHi 360i i mpocToi K y 1udpoBili, Tak i B oneparifiHii
ZisUIBHOCTI IO BCbOMY CBiTy. Ha lofa4y 10 IIbOT'O, PU3MKU, IOB’A3aHi 3
MAacOBHM BHUTOKOM /JJaHUX, IOCHIIOIOTh 3aHEIIOKOEHICTh MOTEHIIiaJIOM BIUIUBY
KibepaTak Ha 17100a/IbHY EKOHOMIKY.®

[IporHo3oBaHi HaCJIiIKU KibepaTakuy Ha
aBTOMAaTM30BaHi Ta/41 pOOOTH30BaHI
CUCTEMHU

40% 39%

MNMopyLleHHA onepauiiHoi/ BTpaTta um nowkoa»KeHHA
BUPOOHMYOI AisNbHOCTI KOHQigeHUINHNX faHmX
32% 29% 22%
HeratnBHM BNAYB Ha AKICTb MowKoaKeHHs 3aBAaHHA WKoOAN
Bmpo6ne|.|o'|’ nponyKU'i]' MaTepiaanoro MaliHa JIIOACbKOMY KUTTIO

[Doxepeno: [locnifkeHHaA rnobanbHNX TeHAEHLIN iHpopmaLinHoi 6e3nekn PwC 2018 poky

The Cipher Brief, Cyber Deterrence Is Working - So Far, July 23,2017

Harvard University Belfer Center for Science and International Affairs, Too Connected To Fail, May 2017
Wired, Inside the cunning, unprecedented hack on Ukraine’s power grid, March 3, 2016

US Homeland Security Advisory Council, Final Report of the Cybersecurity Subcommittee: Part | - Incident
Response, June 2016

The Wall Street Journal, The Morning Download, Sept. 11,2017
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https://www.thecipherbrief.com/cyber-deterrence-is-working-so-far
https://www.belfercenter.org/publication/too-connected-fail
https://www.wired.com/2016/03/inside-cunning-unprecedented-hack-ukraines-power-grid/
https://www.dhs.gov/sites/default/files/publications/HSAC_Cybersecurity_IR_FINAL_Report.pdf
https://www.dhs.gov/sites/default/files/publications/HSAC_Cybersecurity_IR_FINAL_Report.pdf
https://blogs.wsj.com/cio/2017/09/11/the-morning-download-equifax-hack-raises-prospect-of-counterparty-cyber-risk-for-corporations/

Tom MeHemKepH 10 BCbOMY CBIiTY BU3HAIOTh 3pOCTal04y HeOe3meKy
Kibep3arpo3s. Y HaloMy AOCTipKeHHi IIo0aTbHUX TeH/eHIIil inpopMmariitiHoi
6e3nexu Ha 2018 pik KepiBHUKM OpraHisailiii, IKi BAKOPHCTOBYIOTb
aBTOMAaTH30BaHi Ta pOOOTHU30BaHi CUCTEMH, BiIMi4alOTh YCBiZJOMIEHHS
3HAYMMOCTI IMOTEHI[IMHUX HETaTUBHUX HACJIIKIB KibepaTak. Y AKOCTi
OCHOBHOTO MOXKJIMBOTO pe3y/IbTaTy KibepaTtaku 40% y4acHUKIB OITUTYBaHHS
y CBiTi Ha3UBAIOTh MOPYILIEHHA ONepPaIilHOl AiIbHOCTI, 39% - BUTIK
KOHOIZIEHIIIHUX JaHuX, 32% - 3aBAaHHSA IIKOAU AKOCTI IPOAYKITii, 29% -
3aBgaHHA QisruHOi IKOAN MaiiHy Ta 22% - 3aBAAHH IIKOAU JIOACHKOMY
YKUTTIO.

«Bazambom KOMNAaHisam NompibHO nposecmu NePeoyiHKy puU3UKie
ma coxKycysamucob Ha Ni0BUWEHITL CMITKOCMI 00 HEMUHYUUX
3a2po3.»

[TpoTe, He AUBIAYNCH HA 3pOCTa04y 00i3HAHICTD Ta MMyOJiYHUMA PO3roJoc
MOZIiA Ta HACTiAKIB KibepaTak, 6araTo KOMITaHil oTenep He MiArOTOBEeHi]
Zl0 peasbHOI TpoTHZii 3arpo3am. 3 9500 Ton MeHemxepiB y 122 kpaiHax
CBiTY, IKi Oy/IM OITUTaHi B paMKax HAIIIOTo AOCTi/KeHH, 44% BiATIOBiIN,
II0 Y HUX BiZICYTHS 1LITicHa cTpaTeria 3abe3nedyeHH: kibepbesneku. e
48% MOBiZIOMIIH, 110 HEe MAIOTh MPOrPaMU HaBYAHHSA CIiBPOOITHUKIB

Ta MiZABUIIEHHs iX 00i3HAHOCTI y MUTaHHAX 3aXUCTy iHdopMmallii, a 54%
3aABWIH, IO Y HUX He TlepesibaveHa MOMiTUKA pearyBaHHA Ha Ha/[3BUYalHi
cuTyariii. «baraTboM KOMIIaHisIM IIOTPiOHO MMPOBECTH MEePEOIiHKY PU3UKIB Ta
choKycyBaTHUCh Ha MiABUIIEHIH CTIMKOCTI 10 HEMUHYYIHX 3arpo3»

- ckasas llloH /I>xotic, KepiBHUK IIPaKTHUKHU B o6sacTi kibepbe3neku Ta
koHOizeH iMtHOCTI PWC y CIIIA.

[IIupoKuii ClIeKTp KOMEeHTapiB IIpo Kibep3arposu, Biz BiiBEPTOTO
nepeObinbiieHHs i cTBOpeHH: Midy Ipo Kibep-apMarezioH [0 PSAMO
MIPOTHJIEXKHOI TO3UIIil PO OyIeHHUM XapaKTep OUTBIIOCTI KibepaTak, TUTbKU
CTBOPIOIOTH iHpopMallifinuii 6e3yazi Ta BBOASITH KEPiBHUIITBO KOMITaHil B
oMaHy. 3HAYHO OLTBII MPOAYKTHUBHOIO cTaia 6 parlioHaJbHa Mi>KHapoJHA
JIVICKYCis, y pe3y/IbTaTi IKOi KepiBHUKY KOMITaHill OTpyUMasIy 6 MpaKTUYHi
peKoMeH/Iarlii 3 MiABUIIEHHs CTIHKOCTi CBOiX opraHi3sariiii o kibepaTak. B
JlAHOMY JIOCTi)KeHHI Ta 3BiTi MU CTaBUMO IlepeZ; c0O0I0 caMe TaKy MeTYy.



3arajibHa KiOep3aJIexkHiCTb — KJIIO4Y0BUM paKkTop
IJI00AaJIbHOTO PU3UKY

Sk 6yso 3asBieHO Ha BcecBiTHROMY ekOHOMIYHOMY dopymi (BED),
3pocTaioya B3aEMHa Kibep3aneXHiCTh iHGPaCTPYKTYPHUX MePEXK € OTHUM 3
KJIIOYOBHUX (PpaKTOPIiB pU3UKY Y CBiTOBOMY MacITabi. Y 101moBizii BcecBiTHROTO
eKOHOMiuHoro $popymy «I1obanbHi pusuku, 2017 pik» HaeThCs PO Te, 110
KibepaTakw, edeKTH mporpaMmHoOro 3abe3redyeHHs Ta iHII GaKTOPU MOXYTh
MIPU3BECTHU 0 CUCTEMHUX 300iB, Ki MOXKYTh «KaCKaHO PO3TIOBCIO/[)KYBATHCh
IO Mepe’kaM, BIVIMBAIOYH Ha CYCIIIbCTBO HAaTHEOUiKyBaHIIIM YHHOM».®

HemozaBHili 3BiT Pasu HatjioHanbHOI po3Bigku CIIIA, mpucBaYeHUN

7100 TBHUM TEeH/IEHIIisIM, TAaKOXX MiCTUTh 3aCTePeXKeHHs PO Te, 10
CYCITLTBCTBO CTOITh Iepei «<HEMUHYYHUM» PU3UKOM KibeppyHHYBaHHS —
MTOTEHIINHO Y MacoBOMY MacIuTabi Ta 3 «IeTaIbHUMU HaCTiIKAMU» - 32
pPaxyHOK BPa3JIMBOCTI KPUTUYHO BaXKIMBOI iHpacTpyKTypH.” Ik mokasanu
CUTYaIliliHi JOCTiPKeHHS KaTacTpod HeKibepHETUYHOT'O XapaKTepy, MOJii,
AKi pO3BMBAIOThHCA 10 KaCKaZHOMY IIPHUHITUITY, 3a3BUYail IOYNHAIOTHCA

3 OpYIIeHHs eHepro3abe3nevyeHHs, 0 IPU3BOJUTD /10 YPAKEHHS PIAY
CHCTEM MUTTEBO M MIPOTATOM Z061. TaKMM YMHOM, Hal4acTinle Ha
yCyHEHHS [TI09aTKOBOi Ipo6ieMU, 0 MOMEHTY ii pO3IIOBCIO/XKEHHS I10
KacKaZJHOMY IIPUHLIUILY, € Iy>Ke MaJso yacy.® B3aemo3sanexxHicTb MiX
KPUTUYHUMU YU He KpUTUIHUMU [T-iHdpacTpykTypamu 3a3Buyaii
3aJIMIIAETHCSA HETTOMiYeHO0 /0 BUHUKHEHHS aBapiiiHoi cuTyartii.’

BinbmricTh mrogel, ocobmuBo B Anowii, CIIIA, Tepmanii, Berukobpurasii

ta IliBgeHHi# Kopei — 3aHeOKOEHI MOXKIMBICTIO 3Z[iiCHEHHS KibepaTak 3
TepuTOPii iHIKX KpaiH.' [HCTpyMeHTH A1 3/1iicCHeHHA KibepaTak CTPiMKO
PO3BUBAIOTHCA [0 BCbOMY CBiTY. MeHIIIi KpaiHu MOKYyTb MaTH MOXXJIUBOCTI
aHaJIOTiYHI MOXXJIMBOCTAM BEJIUKUX JilepKaB. BUTIK XakepCbKUX iHCTPYMEHTIB
AreHTcTBa HallioHanbHOI 6e3rexu CIIIA BiZKpUB 11i CK1afHI MOXXJTUBOCTI
ZUIs1 XakepiB.!! ToBoOpsYM PO HACTIZKY KibepaTak, OLIbIICTh KOMIIaHiMH,
ITIO CTaJIH iX )KepTBaMU, CTBEP/KYIOTh, 0 He B 3MO3i BU3HAYUTH 0Ci0,

AKI BYNHWIU 37I0YMH. B Hamomy focaimkeHHi TUIbKU 39% y4acHUKIB
r7100a/IbHOTO ONTUTYBAHHSA 3asIBWIH, IO BIIEBHEHI ¥ TOMY, KOTO IIOTPiOGHO
3BHHYBauyyBaTHU y KiOep3JIOUMHi.

World Economic Forum, 2017 Global Risks Report, January 2017

US National Intelligence Council, Global Trends: Paradox of Progress, January 2017

CascEff, Cascading effects: What are they and how do they affect society? July 31,2017

Internet outages after the Sept. 11, 2001, terrorist attacks were caused by a chain of events: lack of electric
power required a major data center to use backup generators that relied on fuel; poor air quality in the city
due to the attack hindered data-center cooling, hastening fuel consumption; normal fuel delivery was blocked
by emergency traffic limits; and without fuel, the generators could not function. See Harvard University Belfer
Center for Science and International Affairs, Too Connected To Fail, May 2017

10 The Pew Research Center, Spring 2017 Global Attitudes Survey, August 2017

11 PwC, Bold Steps to Manage Geopolitical Cyber Threats, 2017

O 0N



https://www.weforum.org/reports/the-global-risks-report-2017
https://www.dni.gov/index.php/global-trends-home
http://casceff.eu/media2/2017/07/Topic1-Cascading-effects-1.pdf
https://www.belfercenter.org/publication/too-connected-fail
http://www.pewglobal.org/2017/08/01/globally-people-point-to-isis-and-climate-change-as-leading-security-threats/
https://www.pwc.com/gx/en/issues/information-security-survey/geopolitical-cyber-threats.html

VY gociimpxeHHl MoOaJIbHUX TEHACHIIIN
indopmarniitnoi 6e3meku 3a 2018 pik Mu

O . BUSBWIH, 1110 HASBHICTD Y MiZITPUEMCTB
3 9 / 0 Y4YaCHUKIB I[TICHOI cTparTerii Kibepbe3neku 0cOOIUBO
po3MoBCIomKeHa y fnoHii, e KibepaTaku
FJIO6a]IbHOFO PO3IIAZAIOTHCA SIK OIHA 3 TOJIOBHUX
ONUTYBaHHsA 3asIBUJIU, IO 3arpo3 HallioHaJabHOi 6e3neku.'® Tak, 72%
. ? PECIIOH/IEHTIB 13 Ii€i KpaiHU BiAMITWIH, [0

BIIEBHEH1 Y TOMY, KOI'O MaloTh TaKy cTpaTerito. J[o Yuciia JigepiB 1Mo

. HasIBHOCTI ITiTicHOI cTpaTerii Kibepbe3meku
HOTp16HO BBI/IHYB aqu aTHu y (74% pecnoHZIeHTIB) TaKOXX MOXKHA BiZIHECTU
K16ep 3 JIO‘II/IHi. Maraiisito, fiKa 3aliMa€e MOPiBHAHO BUCOKE Miclie

[xepeno: [locnifxeHHs rnobanbHNX TeHAeHUi iHbopMauinHoT

6e3nekun PwC 2018 poky

y Ingekci kibep6e3nexku OOH. O6uaBi kpainu
3HAXOAATHCA y A3iaTChKO-TUXOOKEaHCHKOMY
perioHi, fie 3a JaHUMU BcecBiTHBOTO
e€KOHOMiIYHOT0 popyMy, KibepaTaku BXOAATH 0
IT'SITU OCHOBHMX Oi3HeC-pu3uKiB.!7

Bucokuii piBeHb TOTOBHOCTi HE 000B’SI3KOBO
O3Ha4a€ HU3bKUU piBeHb PU3HUKY. Y INI00aTbHOMY iHZAEKCi Kibepbe3neku
2017 poky, akuii miarorysana OOH, CIIIA BXOAWTH Y YUCJIO KpaiH-uJIeHiB,
sIKi B3sUTM Ha cebe HalbOimbIInii 06’eM 000B’sI3KiB y cdepi KibepbesneKu
Ta MOCTYNalThCA IO IbOMY ITOKa3HUKY juile Cinranypy. Oznak, CIIA
MTOKH III0 Ma€ BPa3IuBY iHGPaCTPYKTYpy AJIs1 TUX GaKTOPiB, AKi BcecBiTHIN
€KOHOMIYHUH GOpPyM BBAXKAE Y IKOCTi Oi3HEC-PU3UKIB HAUOLIBII
KPUTUYHUMU HA TEPUTOPIi MiBHIYHOI AMEPUKH, a caMe «MacCIITaOHUX
KibepaTak 4u BIUIMBY LIKiJIMBUX IIPOTrPaM, sIKi BUKJIUKAOTh 3HAYHI
€KOHOMiYHi 30UTKHU, T€OTOTITUIHY HAIIPYKEHICTh YU BTPATY JAOBIpH Z10
Mepexi iHTepHeT».'® MiHicTepcTBO BHYTpiltHbOI 6e3meku CIIIA BUABUIO
6imbIire 60 06’€KTIB KpUTUYHO BaXIMBOi iHdpacTpykTypu CIIA, aia AKUx
30UTKHU, BUKJIMKaHi BChOT'O OAHUM iHITUEHTOM Yy chepi Kibepbesrneku Moxke
3aKOHOMipHO IIPM3BECTH 0 eEKOHOMIYHHUX BTpaT y po3Mipi 50 Mipz fosapis
CIIIA yu o 2500 BuItaiKiB MUTTEBOI CMEPTi, 00 0 CEPHO3HOTO 3HMKEHHS
HalioHaIbHOI 060poHO3AaTHOCTI CIITA.Y

12 PwC, Uncovering the Potential of the Internet of Things, 2017

13 Then-US Director of National Intelligence James Clapper told Congress in 2016, “Future cyber operations will
almost certainly include an increased emphasis on changing or manipulating data to compromise its integrity
(i.e,, accuracy and reliability) to affect decision-making, reduce trust in systems, or cause adverse physical
effects. Broader adoption of loT devices and Al—in settings such as public utilities and health care—will only
exacerbate these potential effects.”

14 United Nations International Telecommunication Union, Global Cybersecurity Index report, 2017

15 The report ranked Singapore, the United States, Malaysia, Oman, Estonia, Mauritius, Australia, France,
Georgia, and Canada as the most committed member states.



https://www.pwc.com/gx/en/issues/information-security-survey/internet-of-things.html
https://www.armed-services.senate.gov/imo/media/doc/Clapper_02-09-16.pdf
https://www.itu.int/dms_pub/itu-d/opb/str/D-STR-GCI.01-2017-PDF-E.pdf

PwC

Jlns1 6araThox JII0Zlel Taki pU3UKU € peaJbHUMU. J[oCITiKeHHS, AKe OYJ10
npoBezieHo Pew Research Center, BUABMIIO, 1[0 a6COMIOTHA GiTbLTICTD
aMepUKaHChKUX TPOMA/IAH y HAMOMKYi 5 pPOKiB MPOrHO3YIOTh MacIITabHi
KibepaTaku Ha rpoMa/icbKy iH¢pacTpyKTypy CIIIA yu Ha 6aHKIBCBKY Ta
¢diHaHcoBy cucteMHu. BinblmmicTs cremianicTiB B obacTti iHdopmariitHoi
6esIeKy BBaXKaloTh, 10 KPUTUYHO BaxkInBa iHppacTpykTypa CIIA
miZizacTbeA Kibeparaili y HaluO/ImKdi 1Ba poKy.2°

3BiZicK BUHUKA€E HEOOXiIHICTD /IS yCiX opraHi3alliii — He3aJeKHO Bifl TOTO,
Ha AKil cTaZil TOTOBHOCTI BOHM Ha iX [yMKY 3HaXOZAATHCA, - BU3HAYaTU

i mepeBipsATH YCIITHICTh AOCATHEHHS CBOIX CTPATETiYHUX ITiiel y cdepi
Kibepbe3neku. fk 3a3HayeHO y 3BiTi HallioHaIbHOI KOHCY/IbTaLiHOT

pazu Binoro gomy 1o iHppacTpyKTypi 3a ceprienb 2017 poky, OLIbIIICT
cucTeMoyTBOpIolounx KomnaHiii y CIITA He IpaKTHUKYIOTb 6a30BY
KibepririeHy, He3Ba)KarOuM Ha HasIBHICTh Ta JOCTYIHICTh BiMOBIAHUX
ebeKTUBHUX iHCTPYMEHTIB Ta IpakTUK.?! Hacpaszi, Ak BiAMiuaoTh
aBTOPH 3BiTy, OLIbIIICTh KOMITaHiN He 00i3HaHi y IOCTYTHUX pesepaTbHUX
iHCTpyMeHTax /i1 CKaHyBaHHs, BUABJIEHHA, YCYHEHHA Ta 3aXUCTY Bif
Kibep3arpos.

16 The Pew Research Center, Spring 2017 Global Attitudes Survey, August 2017

17 World Economic Forum, 2017 Global Risks Report shareable infographics, January 2017

18 World Economic Forum, 2017 Global Risks Report, January 2017

19 “Additional views” statement by Sen. Susan Collins (R-ME) in US Senate Report 114-32, April 15,2015
20 Black Hat, The 2017 Black Hat Attendee Survey: Portrait of an Imminent Cyberthreat, July 2017



http://www.pewglobal.org/2017/08/01/globally-people-point-to-isis-and-climate-change-as-leading-security-threats/
http://reports.weforum.org/global-risks-2017/shareable-infographics/ 
https://www.weforum.org/reports/the-global-risks-report-2017
https://www.congress.gov/congressional-report/114th-congress/senate-report/32/1
https://www.blackhat.com/docs/us-17/2017-Black-Hat-Attendee-Survey.pdf

CrilikicTh — Oydep A1 3HMKeHHA ePeKTy Bif
KibepaTak, AKOTro moTpeobye O6i3Hec

«3aBTpa yCHIIIHUMU KpaiHaMH, - TOBOPUTBCA y 3BiTi Pasu HaljioHaabHOI
posBigku CIIIA Big 2017 poky — 6yayTh, LIIKOM HMOBipHO, Ti KpaiHH,

AKi iHBeCTYIOTb B iHQpaCTPyKTypy, 3HAaHHS Ta B3AEMOBIZIHOCHHH, i SIKi

OyayTb CTilKi 10 TIOTPSCiHB, - YM TO €KOHOMIiYHi, €KOJIOTiYHi, CyCITUTbHI YU
KibepHeTHYHi MOTPSCiHHA». AHAJIOTiYHA iZiess MoxKe OyTH 3aCTOCOBaHa i 1o
BiZIHOIIIEHHIO /10 YCITIIIHMUX KOMITIaHil 3aBTPAIIHbOIO JHA: HAWOLIbII CTilKi 3
HUX OyZyTh HaMKpallle MiAr0TOBJIEH] /I MiATPUMKHU OTepaIliiiHOi AisTIbHOCTI,
1oOyI0BY BiZIHOCHH 3 3aMOBHHUKAMU, SIKi 6a3yI0TbCsA Ha IOBipi Ta AOCATHEHHS
BHCOKOi EKOHOMiYHOi epeKTUBHOCTI. TaKUM YMHOM, MiAIIPUEMCTBA MOXKYTh
3a0e3MeYnTH CTiUKiCTh, HeOOXiHY A/ aMOpTHU3allii miApuBHOI Aii KibepaTak.
PesynbTaT HAMIOTO JOCTIAKE€HHA IPOMOHYIOTh BiAMOBI/I HA 1€ 3alTUTaHHA.

KepiBHHUKM ITOBHHHI OpaTH Ha ce0e BiANMOBiabHICTh 3a 3a0e3neYeHHs
crifikocTi 10 kibep3arpo3s. Y NpuBaTHOMY CEKTOPi 0COOH, SIKi KEPYIOTh
CBOiM 6i3HECOM, TAaKOXK ITOBUHHI HECTH BiAITIOBiAAIBbHICTh 32 PU3UKU, AKi
CYIIPOBO/IKYIOTD iX [iSIbHICTh. Paziii IMPEKTOPiB MOBUHHI eEeKTUBHO
KOHTPOJIIOBATH Ta IIPEBEHTUBHO KePyBaTH PU3MKAMU. 3alIOPYKOIO I[bOT'0

€ CTpaTeril HiATPUMKM HellepepBHOI rOCIoap40-eKOHOMIYHOI JiIbHOCTI,
IUTaHYBaHHA Ka/IpOBOi CIIaIKOEMHOCTI, CTPaTeTivYHOi Y3roZ>KeHOCTi

Ta aHATITUYHOI 0OpoOKYU JaHUX. TUM He MeHIIlEe, Y paMKaX HaIlloro
ZoCTiKeHHA Oy/I0 BUABJIEHO, 110 OUTBINCTh KOPIOPATUBHUX PaZ AUPEKTOPIB
He IIPUTPUMYIOThCS IIPEBEHTUBHOTO MiAX0AY 0 GOPMyBaHHSA CTpaTerin
3a0e3reueHHs KibepOe3neKy Y1 iHBECTUIIMHUX IUIaHIB ii PO3BUTKY.

Tinbku 44% pecnioHzAeHTIB JJoCTipKeHHS TI00aTbHUX TEHAEHIIIN
indpopmariiiinoi 6e3meku PwC 2018 poky 3asBUIN IIPO Te, IO pagu
JAVPEKTOPIB aKTUBHO OepyTh y4acThb Y pO3po0Iii Ta peasisariii 3araabHoi
cTpaTerii 3abe3nedyeHHsA Oe3MeKy iX KOMITaHii. «BiMbIicTh paj AMPEKTOPIB AK
i paHile po3msaAaoTh 1ie K iHPpopMalliliHO-TEXHOJIOTiYHY MPOOIeMy» - KaxKe
Mapk OsiceH, CIiB3aCHOBHUK Ta IPE3UZEHT 3 PO3BUTKY Oi3Hecy Ta cTpaTerii
koMmraHii IronNet Cybersecurity, y MuHynoMy kepiBHUK HarioHaapHOTO
KOHTpTepopucTu4yHOro neHTpy CIIIA. 3a ;JaHMMY OIUTYBaHb AUPEKTOPIB
Jlep>)kaBHUX Ta MPUBAaTHUX KOMIIaHil, mpoBeZeHux HallioHaapHOIO
acorrialfiero KOpmopaTUBHUX AMPeKTOpiB y 2016-2017 pokax, mulie Aedki
YIeHU paJy AUPEKTOPiB MalOTh TBEPAY BIIEBHEHICTh Y TOMY, 1110 iX KOMIaHil
HaJIeXKHUM YMHOM 3axHIlleHi BiJ KibepaTak.?? Y moZiOHUX CyMHiBax, K
IIPaBUJI0, OOYMOBJIEHUX CIa0KO0 3a/Iy9IEeHICTIO PaJl AUPEKTOPIB 10 MUTAHHD
Oe3reKy, HeMae HiY0ro IUBHOTO.

21 National Infrastructure Advisory Council, Securing Cyber Assets, August 2017



https://www.dhs.gov/sites/default/files/publications/niac-cyber-study-draft-report-08-15-17-508.pdf

Tpoxu MeHIIle MOJIOBUHU BCiX ITI00ATbHUX YIaCHUKIB JlOCTiKeHHS
r106aIbHUX TeHeHTITiN iHpopMarliitHoi 6e3meku PwC 3a 2018 pik BBaXKaloTh,
III0 BUTPATH Ha iHpopMalliiiHy 6e31eKy MarTh OyTH 3aCHOBaHi BUKJIIOYHO Ha
OI[iHI]i PU3UKIB.

BinbIIicTh y4aCHUKIB HAIIOTO I7106aIbHOTO OMUTYBaHHA (66%)
CTBEpKYIOTb, IIJ0 BUTPATH iX OpraHisauiii Ha 3abe3rnedyeHHs 6e3neKu
Y3TO/PKYIOTHCA 3 TPUOYTKOM 10 KOXKHOMY 3 HanpsAMKiB 6i3Hecy. OnHak
3HayHa yacTHHa (34%) BBaXKae, 1110 1ie He Tak, a0 BOHU He 3HAIOTh I[bOI'0
HareBHO. Y TaKOMY KOHTEKCTi Bce OIbIIOro 3HaueHHs HabyBae rmocazia
AYpeKTopa 3 iHpopMalliitHoi 6e31meku. 3riZIHO HAIIOTO JOCTiYKEHHS, YacTillle
AvpeKTop 3 iHdpopMaliiiHO1 6e31eKku Y1 JUPEeKTOp 3 Oe3rneku 6e3rnocepesHbOo
Mi/[3BITHUM TOJIOBHOMY JUPEKTOPY UM pajii AUPEKTOpiB, aHixk [T aAupekTopy.
«/lupekTop 3 iHbopMmaIliliHOi 6e31eKr TOBUHEH JIOTIOMOT'TU PaZi AUPEKTOPIB
BU3HAYWTHU MO3UIIiI0 KOMIIaHii Y BiZJHOIIEHHI 3aX1CTy CBO€i KOPIIOPATUBHOL
Mepexi — kaxxe KelT AsekcaHzip, 3aCHOBHUK Ta TOJIOBHUM BUKOHYIOUM
nvpekTop koMmaHsii IronNet Cybersecurity, akuii paHilie 040I0BaB
KibepxomanayBanHss CIIIA Ta ATeHTCTBO HalliOHAJIbHOI Oe3IeKHy y paHsi
reHepasa. Inpopmariisi, ska HaZlaeThCSA, Ma€ BKIIOYATH B cebe BiZloMOCTi

po yci kibepaTakw, sKi BiZiOyBalnCh, a TAKOX PO HEJOJIIKU Y HAaBYaHHI,
obyiafiHaHHI Ta iIHCTpyMeHTax y Kibepcdepi. JlupeKTop 3 iHdopMaIliiiHo1
Oe3neKy Ma€e aKIeHTYBAaTH yBary Ha HeZOMiKax, o6 pasia AUPeKTOpiB MOoTJIa
BUKOHYBATU CBOI OOOB’A3KY 3 ypaxXyBaHHAM Ta IIOBHUM PO3YMiHHAM PU3UKIB,
AKi CTOATB Nlepes KOMIIaHi€e».

Jl1s1 BUABJIEHHSI TPUXOBAaHUX PU3UKIB O6i3HeCy OTPiOHO «KOIMaTH IIUOIIE.
JlocsirHeHH: GBI BUCOKOTO PiBHA KiOEPCTIMKOCTI y paMKax OKpeMUX
HiZTPUEMCTB Y1 BChOTO CYCIILTbCTBA BUMArae OiIbIINX 3yCHIb i3 BUABIEHHSA
HOBHUX PU3UKIB, Ki BJaCTUBi CydaCHUM TE€XHOJIOTifIM, Ta KEPYBAaHHIO HUMM.
Oprasni3arii MaroTh moTpeby B MPaBWJIBHOMY KEPIBHUIITBI Ta MPOIeAypax
BIIPOBA/PKEHHS 3aX0/iB iHPpopMaIliiHOi Oe31eku, SKuX noTpebye udpoBUi
nporpec. [TpoBozsaum mudpoBy TpaHCchOPMAIIiIO CITiJ| MPUALTATH 0COOTUBY
yBary 3axycTy TeXHOJIOTIN Ta MPOIIeCiB, AKi BIPOBA/KYIOTHCSA, a Y OKPEMUX
BUIIAZIKaX BKJIIOYUTH Y 1ieli Tpoliec TpaHchopmaliiro Kibepbesneku. CborogHi
OLTBIIICTh KOMIIAHIM 3HAXOAATHCS JIUIIE HAa IOYATKY LHOTO HMUIAXY.

22 Only 5% of public-company directors and 4% of private-company directors said they were “very confident.”
Most said they were only “moderately confident” (42% of public-company directors and 39% of private-
company directors), according to survey data included in the National Association of Corporate Directors’
2017 Cyber-Risk Oversight Handbook
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[oxepeno: locnifkeHHA rnobanbHUX TeHAEHL N iHdopmaLiHoi 6e3nekn PwC 2018 poky

Hanpuxiiaz, BiAHOCHO HeBeJIMKa KUIbKICTh HAIlIMX PECIOHZEHTIB

3asgBWIA IIPO Te, IO iX OpraHisallii IJIaHyIOTh OLIHUTU PU3UKU, [TOB’I3aHi

3 «[HTEpHETOM peueil», B paMKax cBoe€i 6i3Hec-ekocuctemu. Chepa
BiZITIOBiIa/IbHOCTI 3a 3abe3neveHHs Oe3reKu «[HTepHETY peueli» BapitoeThCs
B 3QJIeXKHOCTI Bif opraHisatii: 29% pecrnoHAeHTIiB CTBEPAXKYIOTh, IO Lie
BXOZAUTH y 000B’SI3KU AUPEKTOPA 3 iHpopMalliiftHOi 6e3eKu, ToAi AK iHIIi
BKAa3yIOTh Ha iH)XeHEePHO-TeXHiuHuH nepcoHa (20%) 4u aupexTopa 3
yrnpasiaiHHA pusukamu (17%). Mix TuM, y 6araTbox opraHisarfifix o I[boTo
Yyacy BiZICYTHI LITATHI TO3UIIil BUIOI JIJAaHKU, B YMI0 KOMIIETEHIIiI0 BXOAWIN

6 nmuTaHHA Kibepbe3neku. TiTbKY GIM3bKO TTOJIOBUHU pecIioHeHTiB (52%),
3asfBWIM TIPO Te, 110 B iX opraxisariii € mocaza gupekropa 3 iHpopmariiiHoi
6e3nexu; 45% peCIOH/IEHTIB CKa3asIy 110 Y HUX € AUpeKTop 3 be3mnexu, 47%
MOBIZIOMWIH IO B iX KOMIIaHii € crelliasi3oBaHuii IepcoHal i3 3abe3neyeHHsA
OesreKy, B YUi 3a1a4i BXOAUTH IMiATPUMKA BHYTPIITHIX O6i3HeC-TIPOIIEeCiB.

CTOCOBHO yTIpaBIiHHA PU3UKaMU, OLUIBIIICTh OpraHizalliii MOIIH 6 JiATh
Ha BUNlepeXeHHA. TUIbKY ITI0JIOBUHA PECIIOH/IEHTIB TOBOPUTS IIPO Te, 1110
B iX oprasisariii IpoBOAATHCA CIeliaabHi IepeBipKU. BUTbIIICTh KII0UOBUX
MIPOIIEeCiB BUSB/IEHHS KibeppHU3UKIB y Oi3HeC crucTeMax — BKIIOYAI0YU TECTH
Ha IIPOHUKHEHHS, OLIiHKY 3arp03, aKTUBHUU MOHITOPUHT iHbopMaIliiHOi
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34%

PECIIOH/IEHTIB 3aABJISAIOTD,
110 1X OpraHisailii
IUIAHYIOTb ITPOBOAWTU
OLIIHKY PU3UKIB CBOEI
0i3HeC-eKOCUCTEMU,
IIOB’A3aHUX 3 «[HTepHEeTOM
peyein».

[xepeno: locnifeHHs rnobanbHNX TeHAeHUi iHbopMaLinHoT
6e3nekun PwC 2018 poky

Oe3IeKHy, a TAaKOX Kibeppo3BiIKy Ta OIIiHKY
Bpa3JUBOCTEN — BIPOBA/XKeHi MeHIIle HiX Y
IIOJIOBMHU PECIIOHZEHTIB.

HeoOXiZHi OTbIII aKTUBHI 3yCWUIS 3 00MiHy
iHpopMmalliero Ta KOOpAMHAIIIEIO Al MiXK
3arikaBJleHUMU cTOpoHaMHU. Tinbku 58%
PECITOH/IEHTIB 3asIBIWJIM TIPO Te, 1110 OPiIliiHO
CIiBIPAIIOIOTH 3 iHITMMY IIpeZICTABHUKAMU CBOE]
rajaysi, BKIIOYalouu KOHKYPEHTIB, Y paMKax
MiZIBUIIEHHSA PiBHA O€3MeKU Ta 3MeHIIIeHHA
WMOBipHOCTI ITOTEHIiIHHOTO HaCTaHHA PU3UKIB Y
MaiibyTHbOMy. ZlOCTOBipHA, aKTya/JbHa, KOPUCHA
y IpaKTUYHOMY 3aCTOCyBaHHi iHpopmarlis

PO KiGep3arpo3u € KJIHY0BUM GaKTOPOM,
SIKU 3a0e31e4ye MOXJINBICTh IIBUAKOTO
pearyBaHHS Ta MiITPUMKHU CTiMKOCTi. B pizHUX
OopraHisaliax, CeKTopax eKOHOMiKH, KpaiHax Ta
perioHax CTBOpeHHA IIOTeHIlialy IPOTUCTOSAHHA
Kibep3arposam — Iie KOMaHZHa 3aa4a, eheKTUBHICThb
BUpillleHHs AKOi OyZie TUM MeHIlle, YUM Oimbine
BEeJIMKUX I'PaBIiB 3aIMIIAI0THCA B CTOPOHI.

Ba)xsimBO 0OMiHIOBAaTUCh iIHPOPMAIIIi€TO, sTKA € KOPUCHOIO Y TPAKTUIHOMY
3acrocyBaHHi. Cepe/l y9aCHUKIB INIOOATBHOTO JOCTiKeHHSI PWC TiTbKU
MIOJIOBMHA BIIEBHEHA, IIO iX 3yCHJUIA IPU3BEJIH 10 OOMiHYy Ta OTPUMaHHSA
HOBOI i KOPHCHOI Y TPaKTUYHOMY 3aCTOCYBaHHi iHpopmariii Biz ix Kosier mo

raayai.

TiIbKU IIOJIOBUHA PECIIOH/IEHTIB TOBOPUTH ITIPO TE, IO B iX
oprasisaliii MpOBOAATHCA CIIellia/IbHI IePEBIPKU.

[xepeno: [locnifeHHaA rnobanbHNX TeHaeHLin iHpopmauinHoi 6e3nekn PwC 2018 poky

11 ruc



HacTymmHuii Kpok 3a 6i3Hec-IiziepaMu

Iep1i1i oco6u KOMITaHiM MalOTh OYOJIUTH 3MiHU Ta 3aJIYy4YUTH 0 HUX
pazau aupekTopis. Tonm MeHe)Kepy KOMIIaHii MaloTh B3ATU Ha cebe
BiZITIOBiZjaIbHICTD 3a 3abe3MevueHHs KibepcTikocTi. [To0yzoBa BepTUKAIbHOI
cTpaTerii ynpaBTiHHA KibeppHU3uKaMH Ta pU3uKaMH KOH}iAeHITiitHOCTI
BKpaii HeoOXxiZlHa B paMKax ycboro miAgnpuemcTBa. KoHnenris cTifikocTi
Mae OyTH iHTerpoBaHa y KOMEPIiHHY AisIbHiCTb. CTpaTeria KoMIIaHii B
obs1acTi KepyBaHHS pU3MKaMH Ma€e 6a3yBaTHCh Ha TTTMOOKOMY pO3yMiHHi
Kibep3arpos, AKi CToATh epes Helo, Ta YiTKOMY PO3yMiHHI TOTO, SKi
KJIFOYOBi aKTUBH MMOTPeOYIOTh HAUBUILOTO PiBHA 3axucTy. HeobxizHa
LIUTiCHA KOHIIEeMIIifl BUABIEHHA IPUUHATHOTO PiBHA pU3UKY. KepiBHUIITBO
Ma€e CTUMYJIIOBATU PO3BUTOK KY/IbTYPH YIIPABIiHHA KibeppHU3WKaMu Ha BCixX
PiBHAX OpraHisariii.

CrilikicTb 10 KiGep3arpo3 Mae po3IIsaAaTUCh AK HeBi'eMHU KOMIIOHEHT
OTPUMAaHHS BUTO/H, a HE TIIbKU AK CIIOCiO 3a1100iraHHsa pU3nKaM.
JlocATHEHHS GBI BUCOKOTO PiBHS CTiMKOCTI 10 PU3UKIB — Ie NIUIAX A0 OiTbII
BHMCOKOI Ta JOBI'OCTPOKOBOi eEKOHOMiIYHOi edeKTUBHOCTI. Tak KomIaHii, aki
iHTerpyBasi1 Ipolelypy KepyBaHHs HellepepBHICTIO 6i3Hec-TIpoIieciB y cBOi
MporpaMu yIIpaBIiHHA pU3MKaMU MiANPHUEMCTBA A0 yHami y AnowHiiy 2011
POIli, 3MOIVIU LIBU/IIIE KOHKYPEHTIB BiIHOBUTH OllepalliiiHy Jis/IbHICTb,

10 I03BOJIMJIO IM 3aBOIOBATHU JOAATKOBY JOJII0 PUHKY Y MIEePio, MicA
KaTacTpodu.? Ypsaau KkpaiH BCbOT'O CBITY ePeCTiIyI0Th JOBIOCTPOKOBI
iHTepecH B 0b1acTi EKOHOMIYHOI Ta HaI[iOHAIBHOI Oe3eKH Py po3pooiIli Ta
PO3TOBCIO/IPKEHHI MPAKTUK i TeXHOJIOTIH, AKi TpU3HavYeHi JJ11 CTUMYJIIOBaHHSA
PO3BUTKY CTiMKOCTI KJIIOUOBUX CEKTOPIB €KOHOMIKHU.

23 PwC, Building a Risk Resilient Organisation, 2012
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IliiboBa criBIpals Ta 3aCTOCYBAaHHS AOCBiy Ha IIpakTHLi. [any3eBi
Jlilepy Ta iep>KaBHi Jiid49i MaloTh B3a€EMO/IATH, He3BaXKatouu Ha
oprasisarliiiHi, CeKTOpHi Ta Hal[iOHaJIbHi KOPJIOHH, I[00 BUSBJIATU
KibeppHu3MKHU Ta PU3UKH MiXKMeEPEKeBOi B3EMO/ii, CTBOPIOBATH KapTH
PU3UKIB Ta TECTYBATH iX, [Ti/IBUILIYI0YHU CTIUKICTh MiJIPUEMCTB Ta
MOKPAIIYIOUHX YIIpaBIiHHA pu3nKaMu. HeoOXiZHO CITiIbHO BUPIIIyBaTH
mpobsteMu, SIKi TIOB’sI3aHi 3i 3BiTHICTIO, 000B’AI3KaMU, BiIITOBiJaIbHICTIO,
KepyBaHHAM HacCTiIkaMy Ta HopMaMu. JI7s 11bOro KOMIIaHiAM CJIif
KalliTali3yBaTU HasABHY aHAJIITUYHY iHbOpMaIlito:

* Heo0xizHO pOOUTH BUCHOBKY i3 CUTYaILiTHUX JOCTIKEHD, SKi
MIPUCBAYEHi pearyBaHHIO Ha KaTacTpodiuHi mozii. Tak, AociKeHHA
2016 poky, puUcBsIYeHe KJII0Y0BUM GaKTOpaM, SAKi O3BOIMIH JOCTATHHO
epeKTHBHO BiIHOBUTH €HEProNOCTaYaHHA ITiC/Is MOTYKHOT'O yparaHy
«CeHzii», BUSIBWJIO BiZICYTHICTh MOAIOHUX pakTopiB y cdhepi kibepbesneK.
3a MmigcyMKaMH JJaHOT'O JOC/TiZPKeHHS Oy/TH 3aIpOITIOHOBaHi Crtocoou
MOOyZI0BY KOMIUIEKCHUX CHCTEM aBapilfHOT'O pearyBaHHs, IpU3HAYEHi
JUTs BUPIllIeHHS YHiKaJbHUX MPo0JieM, TOB’sI3aHUX 3 KibepaTakamu.?*

* Y BunyuieHoMy HaijioHasapHOO acolialli€ero KOpImopaTUBHUX
IUPEKTOPiB «/OBIIHUKY 3 HAarIALY 3a Kibeppusukamu 3a 2017 pik»
MiZIKPECTIOETHCA, 10 WieHaM paJ AUPEKTOPIB «HEOOXiAHO 3abe3neunTr
IIOBHY 3JIy4€HICTh KEPiBHUIITBA Y IIPOIleC HAPOIeHHA TaKOi CTiKOCTi
oprasisariifHux crucreM, fiKa 6ysna 6 eKOHOMIYHO JOIILIBHO0». %
[MpuHIMIY KibepcTiiKOoCTi, BUZiaHi BcecBiTHIM eKOHOMiYHUM GOPYyMOM
JIJ1 TIpeICTaBHUKIB pajy AUPeKTOPiB y ciuHi 2017 poKy, BiAHOCATHCA A0
YHCIa JOCTYIIHUX IHCTPYMEHTIB.

* Po3pOoOHHUKAM KPUTUYHHUX CCTEM CJIi/l IPOEKTYBATH iX TAKUM YHHOM,
00 BiIMOBM LIMX CUCTEM Bifl0yBaIMCh «IKOMOTA OLIbII ITepe6avyBaHO
1 IUTaBHO», - BIAMIYA€ETHCA Y 3BiTi aMepUKaHCbKOTO LIeHTpy 3 BUSHAYEeHHA
HOBWUX IIiZIX0/iB 10 6e3meku 3a 2014 pik.2°

* YmpasmiiHCHKi MpUHUIMIY, BUAaHi Opraxisaiieto 3 iHpopMmarliitHoro
obminy Ta aHaiizy (ISAO), IOTIOMOXYTh 3allikaBJIeHUM Cy0’eKTaMm
€KOHOMIKH 3 OiTBIIOI0 epEeKTUBHICTIO AUTMTHUCH iHPpopMaIli€ro Ta
Z0CBioM y cdepi Kibep3arpos.

* 3BiT uiTLOBOI poboyoi rpymu The New York Cyber Task Force Biz Bepecus
2017 poky MiCTUTh peKOMeH/Iallii 3 BAKOPHUCTAHHA LIJIOTO PAAY HiAXOAiB
i3 3a0e3neueHHs KibepOe3NneKy 3 METOIO AOCATHEHHS MaKCUMAaIbHOTO
pe3y/bTaTy y MoTpibHOMY MacrTabi mpyu MiHiMaJIbHUX BUTPaTax.

24 The Johns Hopkins University Applied Physics Laboratory LLC, Superstorm Sandy: Implications for
Designing A Post-Cyber Attack Power Restoration System, March 2016

25 National Association of Corporate Directors' 2017 Cyber-Risk Oversight Handbook

26 Center for a New American Security, Surviving on a Diet of Poisoned Fruit: Reducing the National Security
Risks of America’s Cyber Dependencies, 2014
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«XMapHi TeXHOJIOTii*’ MalOTh BeJTMYe3HUH TTOTEHITal 3 OKPaIeHHS
Kibepbe3mneku IUIAXOM CTBOPEHHS apXiTeKTypHU Ta OCHOBH, sIKa Oysa 6
6e3MevYHOI0 Y CBOEMY ITOYaTKOBOMY 3ayMi», - BiiMmivae /IxxeticoH Xiri,
BUKOHABYMH JUPEKTOP I[ILOBOI p060YO0i IpyTH. «I MU Iile He TOYNHATN
OLIIHKY OKYITHOCTI» - Kaxke XiJIi.

* HoBi gocmikeHHA MOXXYTh BiIKPUBaTH HOBI MOKJIMBOCTI. Tak y BepecHi
2017 poky MiHnictepcTBo eHepreTuku CIIIA aHOHCYBasio BUHArOpoAy y
po3Mmipi Butre 20 MJTH 01apiB /I HalliOHAIbHUX JJabopaTopii BizoMcTBa
Ta iX mapTHEePiB 32 pO3pOOKY iHCTPYMEHTIB 3abe3eueHHs KibepOesneKu,
MMOKJIMKAHUX CTUMYJTIOBAaTU CTiMKiCTh Ta KEPYBAaHHA PU3WKAMHU B paMKax
enekTpoMepeskeBoro rocrogapcrba CIIA, a Takox HadpTOrazoBoi

inppacTpykTypu.®

Crpec-TecT B3aeMO3aeKHOCTi. J[JIs BCiX KIIOYOBUX iHAYCTPiaIbHUX
CEeKTOPiB IUTaHeTH Oy/10 6 KOPHUCHO ITPOBECTH CTPEC-TECTU iX B3aEMO3B’A3KY

3 BUKOPHCTAHHAM MOZIeJTbOBAHUX CIIeHapiiB KibepaTak, pe3yJIbTaTh TaKUX
TeCTiB MarOTh OyTH BUBYEHI Ta BpaXoBaHi 0coOaMU, BiZITOBiaTbHIMH 3a
ympasJiHHA pusukamu. JeH I'ip, aupekTop 3 iHdopMalliiiHoi 6e3meKu B
kommadii In-Q-Tel, BizcTo0€ HEOOXiHICTh PO3POOKU ClIeHAPiiB CTpec-TeCTiB
Kibepbe3neKku, MOKJINKAHUX BiZITTOBICTH HA HACTYIIHE 3aUTaHHA: «HU 3MOXKY
s BUTpUMATH 30ili y poOOTi THX, BiZl KOTO 5 3aJIe3Ky?».2° Y JOCIi/KeHH] 3a
TpaBeHb 2017 poky, omybsikoBaHoMy BesidpepcbKUM IIEeHTPOM HAYKH Ta
MDXHapOJHUX BiIHOCUH IIpU ['apBap/iICbKOMY YHIBEPCUTETI, BiAMi4Ya€ThCA
TaKa X iZied, Ipyu [[bOMY MMiAKPECIIOETHCA MOTEHIIiMHA IIHHICTh PEryIATOPIB Y
CeKTOpax KpUTUYHOI iHPPaCTPYKTYPH UM He3aJIeKHOI IIEPEBIPKU pe3y/IbTaTiB
MoAi6HuX TecTiB.>°

JloGpOBiIbHI 3yCHLIA, IKi 3aCTOCOBYIOThCS 3apa3 y GiHaHCOBOMY

CEKTOpi, BKJIIOYAIOTh y cebe iHiliaTUBy, BUCYHYTY LIeHTpOM aHastidy Ta
obminy iHdopmaiiieto Mixk piHaHcoBUMU cyxb6amu (FS-ISAC) 3 meToro
3acHyBaHHs lleHTpy cucTeMHOro ¢iHaHcoBoro aHastisy crivikocti (FSARC)
Ta MixxHapogHoi pezepauii cTitikocTi. 3ycrusuid, MoAi6HI UM, MOXYTb
cupusATy GOPMYBaHHIO aKTYaJIbHUX Mo/iesiell 3abe3nedueHHs Kibepbe3neku
B iHIINX ceKTopax eKOHOMiKH. «LleHTp FS-ISAC 3alimaeTbca BUBYEHHAM
eKCIIepUMEeHTAaJIbHO MiZITBePAKEHOTO MiIX0AYy 10 CTBOPEeHH: BipTyaJbHOTO
KibepIioliroHy Ha IKOMY IIiITPUEMCTBA MOTJIH 6 IIPOBOAUTHU MO/IebOBaHi
i30;1p0BaHi KibepaTaky JJIs1 IepeBipKU CTIHKOCTi», - pO3IoBiZiae Bt
HenbcoH, pe3nzieHT i TOJIOBHUM BUKOHABYUM JUPEKTOP 1ii€i opraHisartii. Y
paMKax eHepreTUYHOr'o CeKTOopa pa3 B ZiBa POKU IIPOBOAATHCA HaBYaHHA ITi/
Ha3Borw GridEx, MeTa IKMX IOJIATAE B iMiTallitHOMY MO/IE/TFOBaHHi KiGep-
Ta QI3MYHUX aTaK Ha eJIeKTpPOMepeXKi Ta iHIITi KPUTUYHO BAXKJINBI 00’ €KTU

27 For more discussion on the cloud, see PwC, Moving Forward with Cybersecurity and Privacy, 2017 and
New York Cyber Task Force, Building a Defensible Cyberspace, Sept. 28,2017

28 US Department of Energy, press release, September 2017

29 Dan Geer, For Good Measure: Stress Analysis, login: Volume 39, Number 6, USENIX, December 2014

30 Harvard University Belfer Center for Science and International Affairs, Too Connected To Fail, May 2017
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https://www.pwc.com/gx/en/issues/information-security-survey/new-safeguards.html
https://sipa.columbia.edu/defensible-cyberspace
https://www.energy.gov/articles/energy-department-invests-50-million-improve-resilience-and-security-nation-s-critical
http://geer.tinho.net/fgm/fgm.geer.1412.pdf
https://www.belfercenter.org/publication/too-connected-fail

iHppacTpykTypu Ha TepuTopii [liBHiYHOI AMepuKu. «[ UM peanicTUIHUM
BiliCbKOBHM irpaM HeMae€ aHaJoriB», - BiMiuae MaTT OJiceH 3 KOMIaHii
IronNet Cybersecurity.

AKIIeHT Ha pU3UKaxX MaHilIyJIlOBAaHHS Ta 3HUIEeHHA JaHUX. Y KBiTHIi

2017 poky, [len I'ip B ofHOMY 3i CBOIX BHUCTYTIiB Ilepej0ayuB, 110 Ha 3MiHY
KOHQIZIEHIIITHOCTI Y AKOCTi HallBa)K/IMBIIIIOI 11i/Ti 3a0e3neYeHHs Kibepbe3neku
y IPUBAaTHOMY CEKTOPi MpHiiZie ilicHiCTh. BiH TakoX f0AaB, 10 y
BilicCbKOBOMY CEKTOPi «BUAM 30POi, HallpaBieHi Ha MMOPYIIeHH I[iTiCHOCTI,
3HAYHO lepeBaXkaloTh aHAJIOTIUHi 3aX0/M TPOTH KOH}iAeHITIHHOCTi». !
[HilliaTHBa CTBOpEHH: «be3MeYHOl raBaHi» y GiHaHCOBOMY CEKTOPi MorJia
MIOCIY>XUTU MOZEJUIIO YM YPOKOM /ISl iHIITUX CEKTOPIB IIPU BUPIillIeHH]
po6sieM 3 IOABOIO HellepeZi0auyyBaHUX PU3UKIB. «Y paMKaX JaHUX 3YCHIb
pPO3pO0bIAI0THCA CTAaHAAPTH, TOKJIUKAHI ZOTTOMOr'TH 6aHKaM IIOBepTaTH i
BifHOBTIOBaTU QiHAHCOBY iHdOpPMaLlil0 Y BUITAAKY MacIITabHOI KibepaTaku»,
- Bifmivae HenbcoH. HoBa mpakTruuHa iHCTpyKIid HallioHaIbHOTO iHCTUTYTY
ctaHzapriB Ta TexHosori (NIST), «LliricHiCcTh JaHUX: BiIHOBJIEHHSA

TiCJIA aTaK BipyciB-BUMaradiB Ta iHIIMX JAeCTPYKTUBHUX MO/ili», BUJjaHa

B IomepeziHii pezakiii y BepecHi 2017 poky,*? MiCTUTh peKOMeH/allii 3
edeKTUBHOTO BiZIHOBJIEHHS ITiCJIsI TIOZIHN, AKi TPU3BEIU A0 MOPYIIEHHS
HTicHOCTi Ta (U1) AOCTymHOCTI AaHuX. KpiM 11bOro, BUKOPUCTAHHS
TEXHOJIOTii 6JI0KYeH € Tieto cdeporo, A1 IKOi «0COOTMBO aKTyalbHe
KpPUTHYHE 3HaYeHHS LIIICHOCTI TPaH3aKIlik YU JaHUX», IK PaHillie
BiZMiYasoch y IpoeKTi 3BiTy KOHCY/IbTaTUBHOI'O KOMITETY 110 3B’A3KY Y
crcTeMi HaljoHanbHOI 6e3neku CIIIA.23

OcCHOBHMI HiZICYMOK IOJIATA€ Y TOMY, 10 y Cy4aCHUX JIiZIepiB € MOKJIUBICTh
MiZBUIIUTY CTiHKiCTh OpraHisaiiiii 0 pyliHyouux Kibep3arpos ta mobygoBu
6e3meyHoro 1M$ppoBOro cepeOBUINA.

31 Dan Geer, closing keynote at SOURCE, Boston, April 27,2017

32 US National Institute of Standards and Technology, Data Integrity: Recovering from Ransomware and Other
Destructive Events, issued in draft in September 2017

33 US National Security Telecommunications Advisory Committee, Draft Report to the President on Emerging
Technologies Strategic Vision, 2017



http://geer.tinho.net/geer.source.27iv17.txt
https://nccoe.nist.gov/projects/building-blocks/data-integrity
https://nccoe.nist.gov/projects/building-blocks/data-integrity
https://www.dhs.gov/publication/2017-nstac-publications
https://www.dhs.gov/publication/2017-nstac-publications

MeTozosioria

JocnidncerHs enobanbHux meHndeHUill iHopmauiiinoi 6e3nexu 3a 2018 pik MPOBOAUIOCH ITO BCbOMY CBITY
koMmnaHiero PwC criibHO 3 )xypHanamu CIO ta CSO. JlocmimxeHHA TPOBOJUIOCh Y MepeXi IHTepHeT y
nepioZ 3 24 kBiTHA 2017 poky 1o 26 TpaBHA 2017 poky. YuTaui xypHauiB CIO ta CSO Ta kiaientu PwC 3
YCbOT'O CBIiTY OTPUMAJIM 3alIPOILIEHHA Ha Y9aCTh B OUTYBAaHHI €JIeKTPOHHOIO MOLITOIO.

Pe3ynbTaTHl, pO3ISTHYTI y IAHOMY 3BiTi, OCHOBaHi Ha BiAMTOBigAx 6k Hixk 9500 reHepaIbHUX
AVUPEKTOPiB, GiHAHCOBUX AUPEKTOPIB, KEPiBHUKIB YIIPaBJIiHb 3 iHpOpMalliitHOi 6e3MTeKU, TEXHIYHUX
IUPEKTOPIB, Bille-pe3uzieHTiB Ta IT gupeKTOpiB 3 OibIle Hixk 122 KpaiH CBiTY.

34% pecClOHZEHTIB, OMUTAHUX Y XOA1 AocaiKeHHA — 3 [liBHiuHO1 AMepuku, 29% - 3 €Bponu, 18% - 3
AsiaTcbK0-THXO0KeaHCbKOro periony, 14% - 3 IliBazeHHOi AMepuku Ta 1% 3 kpaiH biausskoro Cxogy Ta
Adpukm.

29% — €spona

®

34% —IIieHiuna Amepuka

®

1% — Bau3skuil cxio
ma A¢puxa
18% — Aziamcobko-
TuxookeaHcbkull
pezioH

14% —ITiedenna Amepuka

[Moxubka CTaHOBUTH MeHIlle 1%; Yepe3 OKPYIVIEHHS CyMa yCiX TPy CyKYITHO MOXKe He CTaHOBUTH 100%.

lxepesioM ycix uncesn Ta rpadikiB, SKi BUKOPUCTOBYIOTbCS Y IAHOMY 3BiTi, € pE3y/IbTaTH AOCTiIKEHHS.

HocnigeHHA rnobanbHUX TeHAeHUiN iHpopMauinHoi 6e3nekn 3a 2018 pik: OCHOBHI BUCHOBKM 16
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