
DORA predstavuje regulatórny rámec so zameraním na tieto oblasti

Prečo je DORA 
relevantná aj
pre vašu
organizáciu?

DORA sa vzťahuje na viac ako 22 000 finančných subjektov a poskytovateľov IKT 
služieb. Nariadenie zavádza nové požiadavky na všetkých účastníkov
finančného trhu.

Nariadenie DORA vnímame ako významnú zmenu pre subjekty spadajúce pod
dohľad ESMA alebo EIOPA, ale taktiež aj pre banky, ktoré už museli dodržiavať
existujúce usmernenia EBA o bankovom dohľade.

Nariadenie je jedinečné tým, že zavádza celoúniový rámec dohľadu nad
kritickými poskytovateľmi služieb IKT, ktorých určili európske orgány dohľadu
(ESA).
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Európsky parlament a 
Rada EÚ prijali DORA

Digital Operational Resilience Act
EU 2022/2554 (DORA):

– Rada EÚ

DORA vytvára regulačný rámec pre digitálnu
prevádzkovú odolnosť. Podľa tohto nariadenia budú
musieť všetky spoločnosti zabezpečiť, aby boli schopné
odolávať všetkým typom narušení a hrozieb
súvisiacich s IKT, reagovať na ne a dostať sa z nich.
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Kontaktujte nás

Odporúčame tieto kroky pre prípravu na DORA nariadenie a zvýšenie odolnosti

PwC pohľad na nariadenie vo vzťahu k subjektom CEE – Evolúcia, nie revolúcia?

▪ DORA pokrýva mnohé oblasti, ktoré už sú zohľadnené existujúcimi predpismi v celej strednej a východnej
Európe (CEE).

▪ Niektoré oblasti (napr. Threat Intelligence a TLPT) majú nový charakter a vyžadujú si zvýšenú pozornosť.

Bez ohľadu na to, na akej úrovni vyspelosti odolnosti sa ako organizácia nachádzate, DORA by mala slúžiť ako 
spúšťač na významné zvýšenie úrovne celkovej odolnosti organizácie.

Subjekty, ktoré už uplatňujú súčasné regulačné požiadavky v súlade so súčasnými audítorskými postupmi, môžu
mať lepšiu pozíciu na implementáciu väčšiny požiadaviek DORA. Ale aj napriek tomu, z našich skúseností z 
implementácií kybernetickej bezpečnosti si dovoľujeme tvrdiť, že: efektivita je kľúčová. A to pre oba ciele, t. j. pre
dosiahnutie požadovaného stavu odolnosti a zároveň zabezpečenie súladu s požiadavkami nariadenia
DORA.
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2
DORA posúdenie úrovne zhody
Prečo: Pochopenie kľúčových nezhôd s nariadením je dôležité pre zabezpečenie
efektívneho a strategického plánovania odolnosti organizácie ako celku.
Ako vám môže PwC pomôcť:
• Definovanie rozsahu projektu s prihliadnutím na súlad s existujúcou reguláciou

1 DORA pochopenie
Prečo: DORA je komplexné nariadenie a môže sa prekrývať s inými už platnými predpismi. 
Jasné pochopenie všetkých požiadaviek nariadenia je rozhodujúcim prvým krokom.  
Ako vám môže pomôcť PwC:
• Poskytovanie cielených workshopov, ktoré vám pomôžu porozumieť DORA
• Stanovenie rozsahu programu DORA a vykonanie počiatočnej dopadovej analýzy
• Zdieľanie aktuálnych poznatkov zo širšej perspektívy trhu

4
DORA náprava a realizácia
Prečo: Nariadenie poskytuje subjektom 2-ročné obdobie na prípravu na zhodu. Počas
tohto obdobia je potrebné analyzovať, zvážiť a implementovať jednotlivé požiadavky.
Ako vám môže PwC pomôcť: 
• Od strategickej a operatívnej tvorby koncepcie až po technickú realizáciu

3 DORA roadmapa
Prečo: Vytvorenie plánu (roadmapy) s cieľom dosiahnuť požadovanú odolnosť
a stanovenú úroveň zhody s nariadením DORA.
Ako vám môže PwC pomôcť: 
• Stanovenie priorít medzi nezhodami s  nariadením a odporúčaniami na základe

predošlých skúseností
• Vývoj vhodného rámca DORA
• Zváženie potenciálu pre optimalizáciu a zefektívnenie procesov organizácie
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1. Hodnotenie úrovne zhody zdola nahor založené na 
rozhovoroch a analýze dokumentácie

2. Strategické plánovanie odolnosti zhora
nadol pre definovanie plánu
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