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Companias gastan 1.6 mdd en
incidentes de ciberseguridad

# Industria esta en un
estado inmaduro debido
a la falta de inversiones
en proteccion, dice
CARLA MARTINEZ

—cartera@eluniversal.com.mx

En promedio, un incidente de seguri-
dad informadtica le cuesta a las empre-
sas un millén 582 mil délares en Mé-
xXico, revel6 la Global State of Informa-
tion Security Survey 2017 de[PwQ Es-
tados Unidos.

“El costo promedio de un incidente
de seguridad a nivel mundial es de 2
millones 386 mil 719 dolares frenteaun

millén 581 mil 641 délares en México,
que es 32% del presupuesto de segu-
ridad de la informacién”, precisa el do-
cumento de Pwq.

Delosencuestados, enel casode Mé-
xico 70% de las organizaciones incre-
mentaron el gasto en ciberseguridad
debido a la digitalizacion de su ecosis-
tema de negocio, mientras que la cifra
fue de 69% en América Latinay 39%a
nivel global.

“Para permanecer competitivos, hoy
las organizaciones deben hacer un
compromiso presupuestario para inte-
grar la ciberseguridad con la digitali-
zacion”, dijo David Burg, lider global de
en Ciberseguridad y Privacidad.

El documento indica que la indus-
tria de ciberseguridad en el pais se en-

cuentra en un estado “inmaduro”, re-
presentado por la insuficiente inver-
sion en sistemas de proteccién querea-
lizan las empresas, una mayor canti-
dad de victimas de la ciberdelincuen-
cia, asi comola ubicacién del paisenlas
clasificaciones interacionales.

Menciona que en los ultimos 12 me-
ses, a nivel mundial los incidentes de
seguridad de la informacion prome-
dian 4 mil 782 y en México suman 3 mil
706, es decir que 87% de las empresas
han padecido este tipo de problema.

“Este dato es 13% mayor que la ten-
dencia global y aun con una legislacion
que pide la comunicacién a los afec-
tados sobre dichos incidentes, las em-
presas en México siguen sin comuni-
carlo”, asegura la encuesta.

En cuanto al tipo de incidentes, en
laencuesta,[Pw(encontr6 que a nivel
mundial 40% tiene que ver con ata-
ques de phising, mientras que en €l
caso de México 43.7% son atagques a
dispositivos méviles seguidos por
phisingcon40.7%; tecnologiade con-
surmno explotada con 34%; sistema de
pago mévil explotado con 28.3%; y
sistema de tecnologia operativa ex-
plotada con 27%.

Ademss, 70% de las empresas me-
xicanas mencionaron que utilizan ser-
vicios de Tecnologias de la Informa-
cién en la nube y 43% planea mover
datossensiblesala nubeen lossiguien-
tes 12 a 18 meses. :

“Existe la vision de que la regulacion
en México prohibe el uso de los servi-
cios en la nube; esto es incorrecto, la
regulacion en materia de datos perso-
nales contempla en suarticulo 521a uti-
lizacién de dichos servicios”, comentd
Juan Carlos Carrillo, director de Cyber
Security & Privacy en Risk Assurance
de México. @

DARO

En alerta.

En los ultimos 12 meses los incidentes
en ciberseguridad en México suman
3 mil 706, es decir, 87% de las em-
presas han padecido este problema.
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