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Poco gasto en
ciberseguridad

Las firmasenel
pais utilizan mal los
recursos contra los
piratas informdticos

POR AURA HERNANDEZ
aurahemandez@gimm.commx
E1 70 por ciento de las em-
presas en México incremen-
to sugasto en ciberseguridad

para mantener protegidas.

sus nuevas herramientas di-
gitales, y hacer frente a los
ataques de los piratas in-
formdticos. Sin embargo el
monto que estdn destinan-
do es insuficiente, revelo la
consultora PwC. :
De acuerdo con el es-
tudio Encuesta del Estado
Global de la Seguridad de la
Informacion 2017, 1as com-
pafiias en México destinan
cerca de 3.87 por ciento de
su presupuesto de tecnolo-
gias de informacion a herra-
mientas de ciberseguridad,
lo que representa cerca de

Muchas pymes

creen que no son
blanco del ciber-
delincuente.

cinco millones de dolares.

Para Juan Carlos Carrillo,
director de la prdctica de ci-
berseguridad-de PwC, dicho
monto es insuficiente debi-
do a dos factores, estd mal
aplicadoy no es suficiente al
considerar el costo delos in-
cidentes de ciberseguridad
en el pafs.

“Estdn mal aplicados,
porque mucho de esto no
es para soluciones innova-
doras, sino para mantener

lo poco que ya tienen y ese
es el gran problema’, preciso
en conferencia.

Lo anterior porque 80
por ciento de la inversién es
para mantener los sistemas
de seguridad aplicados hace
tlempo, 1o que evita que se
adopten nuevos formatos
de prevencion, protecciony
respuesta a incidentes.

A'lo que se afiade que,
en promedio, cada inciden-
te tiene un costo de 1.5 mi-

Foto:"Especial

llones de doélares para las
organizaciones, algo pre-
ocupante si se considera
que el 87 por ciento de las
compafiias mexicanas que
participaron en la encues-
ta acepté que ha sufrido
una brecha de ciberseguri-
dad enlos dltimos 12 meses,
por encima del promedio
mundial.

Por lo mismo, se com-
prometieron los datos de
clientes, empleados, y hubo
pérdidas financieras y robo
de propiedad intelectual.

Carrillo indicé que 44 por
ciento de las firmas consi-
der6 que el mayor riesgo es
interno, es decir, proviene
de exempleados y los prin-
cipales métodos de ata-
que se dan primero por los
smartphones, seguido de
phishing. Ante este esce-
nario, las empresas estdn
considerando adoptar tec-
nologias de autenticacién
con métodos biométricos.
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