
New requirement for a statement for compliance with the Corporate 
Governance Code for listed companies

Правно 
известување
Нов Правилник за безбедност на обработката на лични 
податоци со рок за усогласување до 1 јули 2025 година.

На 25 декември 2024 година, Агенцијата за заштита на личните податоци донесе нов 
Правилник за безбедност на обработката на личните податоци, воведувајќи детални 
насоки и барања во врска со безбедноста на личните податоци.

Промени и барања:

➔ Воспоставување и документација на информацискиот систем: Контролорите се 
обврзани да подготват и одржуваат сеопфатна документација за сите информациски 
системи кои обработуваат лични податоци. Ова вклучува:

• Дефинирање на целите на обработката.
• Мапирање и документирање на секоја активност за обработка на лични податоци.
• Снимање на техничките спецификации на системот.

➔ Одржување и ажурирање на информацискиот систем:Правилникот налага тековен 
преглед и ажурирање на информациските системи, особено фокусирајќи се на:

• Технички и организациски мерки се користат за да се обезбеди безбедност на 
податоците.

• Обезбедување на усогласеност со правилникот од страна на трети лица одговорни за 
одржување на системот.

➔ Меѓународен пренос на податоци: Преносот на лични податоци во трети земји е 
ограничен на трансфери кои се во согласност со прописите за заштита на податоци на 
Република Македонија, нагласувајќи ја потребата од темелни проценки на сите 
меѓународни трансфери на податоци.



➔ Документиран систем за заштита на податоци: Контролорите се обврзани да 
воспостават и одржуваат сеопфатен, документиран систем за заштита на податоците, 
кој мора да биде:

• Пропорционален на природата, обемот и ризиците поврзани со активностите за 
обработка на податоци.

• Вклучување на технички и организациски мерки за гарантирање на целите за 
безбедност на податоците.

➔ Проактивно управување со ризик:Клучен аспект на правилникот е обврската на 
контролорите да спроведат:

• Редовни и документирани проценки на ризикот, земајќи го во предвид широк спектар на 
закани за безбедноста на податоците, вклучувајќи неовластен пристап, загуба на 
податоци и незаконска промена на податоците.

• Спроведување на соодветни технички и организациски мерки за решавање на 
идентификуваните ризици.

• Правилникот вклучува два прилози: Прилог 1: Детали за методологијата за 
спроведување на проценката на ризикот и Прилог 2: Ги дефинира целите за заштита на 
податоците, потенцијалните закани и потребните безбедносни мерки.

➔ Понатаму, Агенцијата воведе измени и дополнувања на Правилникот за начинот 
на пријавување на нарушување на безбедноста на личните податоци, со 
додавање на нова обврска за компаниите за:

• Документирање на форензичките истраги или експертски испитувања поврзани со
нарушување на безбедноста на податоците со број и датум, како и резултатите од
таквите истраги и испитувања.

• Казните кои можат да бидат изречени во случај на утврдени прекршоци остануваат
исти, до 4% од вкупниот годишен приход на компанијата реализиран во деловната
година пред годината во која е извршен прекршокот.

Адвокатското друштво  Папазоски и Мишев може да ви обезбеди:
Поддршка во вршење на GAP анализи за нови и постоечки клиенти за обврските од 
правилникот.
Подготовка на целосна документација за новите обврски од правилникот;
Поддршка на офицерот  за заштита на податоците за обврските од правилникот;
За повеќе детали, контактирајте не на контактите на Адвокатското друштво Папазоски и Мишев  
или на лицата наведни подолу во делот за контакти.

Контактирајте го нашиот тим
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