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Status of Work in Process on ISO/SAE 21434 Automotive Cybersecurity Standard <https://www.sans.org/cyber-security-summit/archives/file/summit-archive-1525889601.pdf>
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