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* CASB: Cloud Access Security Broker

* IRM/DRM: Information/Data Rights Management
* SIEM: Security Incident and Event Management
» EPP: Endpoint Protection Platform

* EDR: Endpoint Detection and Response
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