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The Global State of Information Security® Survey 2018
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The Cipher Brief, Cyber Deterrence |s Working - So Far, July 23, 2017

Harvard University Belfer Center for Science and International Affairs, Too Connected To Fail, May 2017
Wired, Inside the cunning, unprecedented hack on Ukraine's power grid, March 3, 2016

US Homeland Security Advisory Council, Final Report of the Cybersecurity Subcommittee: Part | - Incident
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The Wall Street Journal, The Morning Download, Sept. 11, 2017
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https://www.thecipherbrief.com/cyber-deterrence-is-working-so-far
https://www.belfercenter.org/publication/too-connected-fail
https://www.wired.com/2016/03/inside-cunning-unprecedented-hack-ukraines-power-grid/
https://www.dhs.gov/sites/default/files/publications/HSAC_Cybersecurity_IR_FINAL_Report.pdf
https://www.dhs.gov/sites/default/files/publications/HSAC_Cybersecurity_IR_FINAL_Report.pdf
https://blogs.wsj.com/cio/2017/09/11/the-morning-download-equifax-hack-raises-prospect-of-counterparty-cyber-risk-for-corporations/
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16 The Pew Research Center, Spring 2017 Global Attitudes Survey, August 2017
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18 World Economic Forum, 2017 Global Risks Report, January 2017
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