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Our 15 quality objectives » ps4

Objective 1 = Leadership and quality management
process

Objective 2 > Ethical requirements and values
Objective 3 > Objectivity and independence

Objective 4 = Client selectivity

Objective 5 = Managing services and products

Objective 6 = Engagement acceptance and
continuance

People management

Objective 7 = Recruit, develop and retain
Objective 8 = Learning and education

Objective 9 > Assignment of people to engagements
Objective 10 = Evaluation and compensation

Objective 11 = Technological resources

Objective 12 = Support for engagement
performance

Objective 13 = Direction, coaching and supervision

Objective 14 = Expert knowledge

Objective 15 > Quality controls in performing
engagements
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Leadership message

To adapt to a changing era, we will relentlessly evolve

Quality management | Section 2

and deliver unwavering trust to society.

Responding to rules on the system of quality
management

Japan is entering an era of uncertainty charac-
terised by climate change, rapid technological
advancements and growing social and economic
instability. In this dynamic environment, people are
seeking trust more than ever in everything around
them. To meet these expectations, we provide
high-quality assurance across various domains,
including financial statements.

We have established, and are operating and evalu-
ating, our system of quality management to ensure
the appropriate execution of such assurance ser-
vices. Since last year, we have begun disclosing our
evaluation results externally, in accordance with
the International Standard on Quality Management
(ISQM) 1. In preparation for QC1000, issued by the
U.S. Public Company Accounting Oversight Board
(PCAOB) and effective December 15, 2026, the
Firm is taking proactive actions to ensure readi-
ness.

Leveraging Al and introducing a next-genera-
tion audit platform

The use of Al is crucial not only for improving effi-
ciency but also for enabling more effective audits.
The PwC network is actively promoting the use of
generative Al The Firm began utilising tools such
as ChatPwC in audit engagements in December
2024. While the current scope of use is limited, the
next generation audit tools scheduled for future
deployment will be equipped with Al capabilities,
which are expected to significantly broaden the
range of Al usage.

Risk & Quality is committed to carefully managing
the risks associated with Al usage and supporting
the enhancement of audit quality.

Integrating people

It has been over a year and a half since the integra-
tion of PricewaterhouseCoopers Aarata LLC and

Neil Weingarten
Senior Officer/Risk & Quality Co-Leader

Takaki Suzuki

PricewaterhouseCoopers Kyoto. From the outset,
we have operated under PwC’s unified quality man-
agement framework; however, since quality man-
agement is ultimately conducted by people, the
most critical factor is the trust between individuals.
To foster this trust, we recognised the importance
of face-to-face interaction. Over the past year, Risk
& Quality members from our Tokyo office have
made regular visits to Kyoto to establish an on-

site support desk, strengthening the connection
between Kyoto audit team members and Risk &

Quality.

As environmental shifts and technological advance-
ments accelerate, fulfilling our mission to build
trust in society requires each of us to transform and
evolve ourselves. Risk & Quality will continue to
actively support these changes.

Executive Officer/Chief Quality Officer
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Quality management: QMSE Framework (compliant with

ISQM1)

International Standard on Quality Management 1
(IsQM 1)

In December 2020, the International Auditing and
Assurance Standards Board (IAASB) published
three standards that strengthen and modernise a
firm’s approach to quality management, including
ISQM 1. This standard, which became effective
December 15, 2022, required all firms to design
and implement the requirements of the standard
and evaluate their system of quality management
(SoQM) every year.

ISQM 1 is an objectives-based approach that
expects firms to have a SoQM that operates in a
continuous and iterative manner, taking into con-
sideration the conditions, events, circumstances,
actions and inactions that impact a firm. It enhanc-
es the firm’s responsibilities around monitoring
and remediation, emphasising the need for more
proactive, real-time monitoring of the SoQM, a
more effective, efficient and timely root cause anal-
ysis process, and timely and effective remediation
of deficiencies.

ISQM 1 states that the objective of the firm is to
design, implement and operate an SoQM that pro-
vides the firm with reasonable assurance that:

> the firm and its personnel fulfil their responsibil-
ities in accordance with professional standards
and applicable legal and regulatory require-
ments, and conduct engagements in accordance
with such standards and requirements; and

> engagement reports issued by the firm or en-
gagement partners are appropriate in the cir-
cumstances.

ISQM 1 further emphasises that the public interest
is served by the consistent performance of quality
engagements and that this is enabled by an effec-
tive system of quality management.

A specific focus on audit quality across the
network

The PwC network’s Assurance QMSE frame-
work

Delivering high-quality work is at the heart of what
we do at PwC; it is what our stakeholders rightly
expect of us.

To deliver services in an effective and efficient
manner that meet the expectations of our clients
and other stakeholders, the PwC network has
established the Quality Management for Service
Excellence (QMSE) framework which integrates
quality management into how each firm runs its
business and manages risk.

The QMSE framework is designed to align with
the objectives and requirements of ISQM 1 and
provides a model for quality management in PwC
member firms that integrates quality management
into business processes and the firm-wide risk
management process. Under QMSE, our overall
quality objective is supported by a series of un-
derlying quality management objectives and each
firm’s SoQM should be designed and operated so
that the overall quality objective, which includes
meeting the objectives and requirements of ISQM
1, is achieved with reasonable assurance.

Overall quality objective

To have the necessary capabilities in our
organisation and to deploy our people to
consistently use our methodologies,
processes and technology to deliver services
in an effective and efficient manner to fulfil
the expectations of our clients and other
stakeholders

Integrated and aligned in the right way

Our SoQM includes quality objectives which are
identified from the following components of ISQM
1 as well as any additional objectives the PwC net-
work has identified in the QMSE framework:

> Governance and leadership

> Relevant ethical requirements

> Acceptance and continuance of client relation-
ships and specific engagements

> Engagement performance

> Resources

» Information and communication

To help us achieve these objectives, the PwC net-
work invests significant resources in the continuous
enhancement of quality across our network. This
includes having a strong quality infrastructure
supported by the right people, underlying tools and
technology at both the network level and within
our firm, and a programme of continuous innova-
tion and investment in our technology.

The PwC network’s Global Assurance Quality
(GAQ) organisation aims to support PwC firms in
promoting, enabling, and continuously improving
Assurance quality through effective policies, tools,
guidance and systems used to further promote and
monitor quality and to build an appropriate level of
consistency in what we do.

These elements have been integrated and aligned
by our network to create a comprehensive, ho-
listic and interconnected quality management
framework that each firm tailored to reflect our
individual circumstances. Each firm is responsible
for utilising the resources provided by the network
as part of our efforts to deliver quality to meet the
expectations of our stakeholders.
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H Our 15 quality objectives

Leadership and quality
management process

Objective 1: Leadership and
quality management process

- Governance > p.39
+ Quality management » p.51

Client selectivity
management/Solutions
and opportunities
management

Objective 4: Client selectivity

+ Reviewing and responding
to engagement risks of audit
clients » p.63

Objective 5: Managing
services and products

+ Delivering integrated
assurance services > p.15

+ Transforming assurance with
technology » p.21

+ Our system of quality
management > p.55

Objective 6: Engagement
acceptance and continuance

- Engagemet acceptance and
continuance » p.63

Solutions delivery
management

Objective 12: Support for
engagement performance

+ Support and monitoring
structure at Risk & Quality
> p.58

+ Using technology in audit
> p.75

Objective 13: Direction,
coaching and supervision

+ Engagement team-level
quality management » p.57

Objective 14: Expert
knowledge

+ Support and monitoring
structure at Risk & Quality >
p-58

Monitoring and
enhancement process
for the system of quality
management

Objective 15: Quality controls

in performing engagements

+ Periodic monitoring activities
and external inspections of
audit engagements» p.71

O

O Professional ethics and
independence

Objective 2: Ethical

requirements and values

Objective 3: Objectivity and
O independence

+ Professional ethics and
independence » p.61

O Resources for
operating the audit firm

Objective 7: Recruit, develop
and retain

+ Recruitment and
development
> p.81

+ Career path and assignment
> p.83

Obijective 8: Learning and
education

+ Training » p.82
Objective 9: Assignment of
O people to engagements

+ Career path and assignment
> p.83

Objective 10: Evaluation and
compensation

+ Performance review » p.85

O Technology
management

Objective 11: Technological
resources

+ Using technology in audit
> p.75
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The quality management process

The achievement of these objectives is supported
by a quality management process established by
the Firm and Assurance leadership, business pro-
cess owners and partners and staff. This quality
management process includes:

» identifying risks to achieving the quality objec-
tives;

> designing and implementing responses to the
assessed quality risks;

> monitoring the design and operating effective-
ness of the policies and procedures through the
use of process-integrated monitoring activities
such as real-time assurance as well as appropri-
ate Assurance quality indicators;

> continuously improving the system of quality
management when areas for improvement are
identified by performing root cause analyses and
implementing remedial actions; and

» establishing a quality-related recognition and
accountability framework to both set clear expec-
tations of expected quality behaviours and out-
comes and reinforce those expectations through
consistent and transparent use in appraisals,
remuneration and career progression decisions

Our system of quality management

Our SoQM must be designed, implemented and
operating on an ongoing basis to achieve the qual-
ity objectives. This ongoing process includes mon-
itoring, assessing, evaluating, reporting and being
responsive to changes in quality risks, driven by the
Firm’s internal and external environment. This is
our Quality Management Process (QMP).

Our focus on quality management is therefore not
to apply prescribed rules but rather to design and
implement responses which are fit for the purpose
of managing the risks we identify in our own risk
assessment and achieving the quality objectives
taking into consideration the conditions, events,
circumstances, actions and/or inactions that may
impact our SOQM.

Our risk assessment process
The past several years have seen unprecedented

challenges, and our firm’s SoQM has helped us
navigate and respond to the impact that identified
factors had on our ability to achieve the overall
assurance quality objective - to deliver quality audit
engagements. Our SoQM includes the performance
of a risk assessment over the quality objectives
identified in the QMSE framework. We consider
how and the degree to which a condition, event,
circumstance, action or inaction may adversely
affect the achievement of the quality objectives
which may result in:

> New or changing quality risks to achieving one
or more of the quality objectives

> Changes to the risk assessment of existing qual-
ity risks

> Changes to the design of the firm’s SoQM, in-
cluding responses to quality risks

A quality risk is defined as one that has a reason-
able possibility of occurring, and individually or
in combination with other quality risks, could
adversely affect the achievement of one or more
quality objectives.
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Our monitoring and remediation process

In the section ‘Periodic monitoring activities

and external inspections of audit engagements’

> p.71 , we have described the types of ongoing
and periodic monitoring our firm has designed,
implemented and operates to provide relevant and
reliable information about our firm’s SoQM and to
help us take appropriate actions over any identified
deficiencies so we can remediate those deficiencies
effectively and on a timely basis. To support the
timely and effective remediation of any identified
deficiencies, the Firm has designed, implemented
and operates a root cause analysis program » p.71

The information gathered from our monitoring
and remediation process, along with other sources
of information such as external reviews, is used to
help us evaluate our SOQM.

The Firm has implemented the quality enhance-
ment initiatives called ‘4+1,” which covers high
priority remedial measures developed in the pro-
cess of past QMSE initiatives.

B Our value creation activity

Assessment process of the quality
management system — QMSE —

Statement on the Firm’s system of quali-
ty management

During the year, we completed our evalua-
tion of the Firm’s system of quality manage-
ment under ISQM 1.

On behalf of the Firm, the CEO has evaluated

whether our SoOQM provides us reasonable

assurance that:

(@ The firm and its personnel fulfil their
responsibilities in accordance with pro-
fessional standards and applicable legal
and regulatory requirements, and conduct
engagements in accordance with such
standards and requirements; and

@ Engagement reports issued by the firm or
engagement partners are appropriate in
the circumstances.

Based on all the relevant information of

the Firm’s SoQM, as at December 31, 2024

and June 30, 2025, we believe our SoQM

provides us with reasonable assurance that
the quality objectives noted above have been
achieved.

Quality improvement initiative ‘4+1’
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Our quality management structure

The Firm has established a structure to support engagement teams by bringing together all resources of the PwC net-
work, including Risk & Quality, subject matter experts and the Japan Business Network (JBN). This structure enables
engagement teams to solve issues through engagement team-level quality management, support and monitoring by

Risk & Quality, and collaboration with subject matter experts and the PwC network.

Forming engagement teams and support structure
The engagement team is composed of professionals sufficient to perform high quality audits. In addition, a structure
is in place to provide support from outside the engagement team, including a quality review partner and chief audi-

tor.

B Engagement team-level quality management structure

Select

Engagement leaders

Engagement leaders assume
ultimate responsibility of the
engagement team. Their
appointment is approved by
the officer in charge of quality
management and the
Assurance Leader.

Team managers

Team managers assist the

engagement leader and

review the audit procedures
performed and conclusions
reached by engagement
team members to ensure that
sufficient and appropriate
audit evidence is obtained.

Subject matter experts

For complex areas such as IT systems, tax, fraud, financial instruments and pension actuary, the Firm has
established a structure in which subject matter experts are sufficiently involved at each stage of audit.

T Review

Quality and risk
monitoring activities

Communicate

Head of each
audit OU

Appoint an
engagement leader
for each
engagement team.

puswiwooay

Quality Review
Partners (QRP)

QRPs perform an
effective review in a
timely manner of the
entire audit process,
including audit planning
and opinion formula-
tion.

OU risk
management
partners

Support the quality
management activities
performed by Risk &
Quality, and conduct
independence
monitoring of quality
and risk management
for each audit OU as
necessary.

M Quality management indicators at the engagement team level

Quality management indicators at the engagement team level

Supervision of audit staff

Ratio of partners to professionals who are managers or above

Ratio of partners to all professionals

Annual average working hours

of audit practitioners*

Partners

Other than partners

the policy,
Engagement team f#grﬁ%: and
members
Based on the audit plan,
engagement team members
perform audit procedures
while maintaining
professional scepticism. In
addition, engagement team
members consult on material
matters with the engagement
leader and other related
members as appropriate.
Support
. . ) i
Chief Auditors o OU quality
(CA) o management
g partners
CAs consist of partners = OU quality management
and staff with abundant ® partners assume the
knowledge and ~=-p=| role related to quality
experience, and take management, which is
the lead in the voluntary one of the roles of OU
quality management risk management
activity at each audit OU. partners. They perform
quality management in
collaboration with each
OU’s CA.
FY2024 FY2025
1:3 1:3
1:13 1:12
2,177 hours 2,110 hours
1,918 hours 1,904 hours

* Audit practitioner means a person who is engaged in audit work for 35 hours or more in a year.

Risk & Quality
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Risk & Quality is staffed with partners and staff who are specialists in accounting and auditing. They identify and
resolve issues at an early stage by communicating with engagement teams. They also respond to consultation related

to technical views.

H Support and monitoring structure at Risk & Quality

Assurance Learning & Education

Plan and implement the Firm’s own training
programs based on curriculum of the PwC

network, and conduct attendance and learning

credit monitoring

Corporate Reporting Services

Provide advice on inquiries regarding technical
views for accounting and sustainability areas,

collect information on the latest accounting
and sustainability, and support staff who
engage in services to implement new
standards

Methodology & Technology

Embed specific auditing methodologies and

tools into audits and provide support for

effective and efficient audits. These include the

development of Aura and various other

auditing tools and the application of auditing

standards and PwC Audit Guide

iy

Quality

e \
/

gt

B Number of personnel engaged in quality management activity

Assurance OGC

Deals with legal risks, including audit
acceptance and contracting, and provides
advice from legal perspectives on risk
management issues for audit clients and
individual audit engagements

Risk Management

Responsible for overall quality management
monitoring as an audit firm. Establish and
operate a review structure, and monitor risk
profiles of audit clients and individual audit
engagements

Quality Review

Conduct review during audit (Hot Review) and
periodic monitoring activities for improving
quality activities, respond to external
inspections, and design, operate and manage
various checklists

FY2025
Risk & Quality (Function) S Professionals who are T
managers or above
Risk & Quality in total (A)*! 21 121 142
Supervision of Risk & Quality 1 3
Management of independence/professional ethics*? 36 38
Risk management/Oversight activities (e.g. periodic
monitoring activities) / 32 39
Legal affairs 1 2 3
Response to inquiries for technical views on accounting 6 15 21
Response to inquiries for technical views on audits 2 24 26
Education/training and people development 1 11 12
A
Percentage (C)** 13% 26% 23%

*1 Risk & Quality in total (A) only includes those who are the members of Risk & Quality.

*2 Management of independence/professional ethics is performed by the independence group and the compliance group of Internal Firm Services »P.46 ,

instead of Risk & Quality.

*3 Of partners/professionals engaged in audit work for 35 hours or more in a year, those audit practitioners who worked for the Firm as of end of June.
*4 Percentage (C) is derived by dividing Risk & Quality in total (A) by partners and professionals who are managers or above engaging in audits (B).
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1. Independence and contract monitoring
See » p.61

2. Workload monitoring

The engagement leader is appointed by the leader
of each audit OU, which takes into consideration
the competence, capabilities and experience nec-
essary. Risk & Quality reviews the results of these
selections. This review includes checking annual
workload concentration for each partner and
examining each partner’s engagement portfolio.
Risk & Quality also conducts detailed monitoring,
including requesting a review of assignments as
necessary.

3. Consultation on technical views

The Firm defines matters subject to mandatory con-
sultation for which engagement teams are required
to obtain the views of Risk & Quality. Risk & Quali-
ty includes staff who have previously been second-
ed to external institutions and are specialised in
technical areas. Risk & Quality has detailed discus-
sions with the engagement team to understand the
nature of the consultation, the initial consideration
by the engagement team and their tentative con-
clusions, and then conducts technical research and
provides technical views.

4. Survey on certain issues (Reach-out)

To support engagement teams, Risk & Quality
conducts a reach-out survey to compile and analyse
information on audit areas to which special atten-
tion should be paid. The scope of this survey (e.g.,
audit clients in certain industries) is determined

on a case-by-case basis. Risk & Quality conducts
profiling based on the current status of individual
audit engagements obtained through this reach-out
activity, financial information of audit clients and
information from engagement teams, and identifies
engagement teams that may need additional sup-
port.
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5. Accessing electronic audit documentation

to detect anomalies (Real Time Assurance)
In addition to the reach-out activity, Risk & Quality
monitors the progress of audits based on automat-
ically-aggregated data from Aura, our electronic
audit documentation platform. This activity is
referred to as ‘Real Time Assurance,’” and helps Risk
& Quality identify in real time audit engagements
that may not be compliant with PwC Audit method-
ology or engagement teams that are delayed in the
audit process, and provide support. Risk & Quality
also performs analysis of firm-level quality based
on data aggregated using digital tools.

6. Review conducted during audit (Hot Re-
view)
In a Hot Review, experienced reviewers review
selected engagement teams’ testing approach and
results with a focus on higher risk areas, and pro-
vide advice to the engagement team during the
planning and execution of the audit. The purpose
of this review is to support the engagement team
while monitoring audit quality.

7. Response to fraud risk
See > p.67 .

8. Support for preparing KAMs
See »p.66 .

9. Post-audit review (periodic monitoring
activities)
See »p.71

Quality management | Section 2

H Support and monitoring structure at Risk & Quality in the audit process
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Engagement teams

1. Independence and contract monitoring

2. Workload monitoring

3. Consultation on technical views

4. Survey on certain issues (Reach-out)

5. Accessing electronic audit
documentation to detect anomalies

(Real Time Assurance) Aura

6. Review conducted during audit
(Hot Review)

7. Response to fraud risk

8. Support for preparing KAMs
||

Analysis and sharing of Hot Review results

Issuance of
audit report

9. Post-audit review
(periodic monitoring activities)

Root cause analysis and
development of remedial actions
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Professional ethics and independence

Independence policies and procedures

Maintaining independence is essential for audit
professionals. Building a cooperative relationship
with audit clients grounded in trust helps us de-
liver PwC’s Purpose. As a member firm of the PwC
network, the Firm has established independence
policies and procedures as its independence guide-
lines to comply with the PwC Global Independence
Policy developed based on the International Ethics
Standards Board for Accountants’ (IESBA) Interna-
tional Code of Ethics for Professional Accountants,
applicable laws and regulations in Japan and the
code of ethics of the Japanese Institute of Certified
Public Accountants (JICPA). To ensure a thorough

H Overview of the processes for ensuring independence

Pre and post activities such as controls,
inspections and monitoring

Checkpoint Personal independence

Business relationships

CES Firm’s independence

AFS Independence related to NAS

Professional ethics

The Firm has established a code of conduct and
related guidance for professional ethics in accord-
ance with applicable laws and regulations in Japan,
the code of ethics of the JICPA, and the common
Code of Conduct of the PwC network. The Code

of Conduct and related guidance covers rules to
address a wide range of cases, including anti-mon-
ey laundering, antitrust and anti-corruption,
responses to antisocial forces, information protec-

understanding of independence policies and pro-
cedures, the Firm regularly conducts independence
training for all partners and staff, and confirms that
they understand and comply with the independ-
ence policies and procedures through an annual
compliance confirmation.

In accordance with these policies and procedures,
the Firm has established a system to identify re-
stricted entities of both the Firm and the PwC
network by registering audit clients in the PwC
network’s master client database (CES). The Firm
maintains and operates this system to ensure com-
pliance with the independence rules.

Independence
accountability framework

Independence Report TR
management
function
PwC network
Report . Report
violations Review
and other Committee
incidents and Client
collect their Report 1ents
information P

tion, prevention of insider trading and responses to
illegal activities by audit clients. The Firm’s part-
ners and staff confirm their compliance with the
Code of Conduct and the related guidance through
an annual compliance confirmation.

Further, PwC Japan Group has in place the ethics
helpline (for PwC Japan Group) and the audit hot-
line (for the Firm) with the aim of detecting early
violations of laws and misconduct.

Personal independence of partners and staff

The Firm ensures the independence of partners
and staff through an annual compliance confirma-
tion and an independence check conducted prior to
engaging in an audit. All partners and staff are also
required to conduct pre-clearance and register their
securities and indirect investments through insur-
ance and pension products in a database (Check-
point) prior to purchasing such securities and
products. Through these measures, the Firm en-
sures that partners and staff do not breach various
independence rules. Additionally, the Firm annu-
ally conducts an in-depth inspection for randomly
selected partners and staff, as well as officers and
partner candidates, to ensure their compliance
with the independence policies and procedures.

To prevent inappropriate relationships with au-

dit clients, the Firm ensures adequate rotation of
engagement leaders, quality review partners and
team managers who assist the engagement leader
by limiting the number of consecutive years for
which they can serve as the auditor, and by defin-
ing the ‘cooling off’ period for which they may not
be involved with that audit client. This is monitored
accordingly.

The Firm’s independence

To maintain independence between the Firm and
its audit clients, when purchasing goods and servic-
es from external suppliers or developing a business
relationship with third-party entities and individ-
uals, the Firm’s rules require pre-approval on the
permissibility and nature of the transaction from
the responsible division. The Firm also periodically
checks that there are no issues in independence
with lenders and lessors.

The Firm also registers its securities holdings in
the Checkpoint database to ensure that it does not
breach various independence rules.

Quality management | Section 2

Independence in providing non-assurance
services

There are certain restrictions on the provision of
services to audit clients. When considering the pro-
vision of a non-audit service, the Firm first assesses
whether there are any independence restrictions
related to the client to which the service is to be
provided, based on the master client database used
to register and manage audit clients of the PwC
network (CES), and determines the permissibility
of the service by referring to guidance from the
PwC network. A permissible non-assurance service
is required to be pre-approved by the engagement
leader through a process called Authorisation for
Services (AFS).

Actions for a breach of applicable laws, reg-
ulations, etc. relating to independence

If the independence rules are breached, the Firm
resolves the conflict of interest that caused the
breach as promptly as possible and discusses the
matters, including the breach and action, in writing
with those charged with governance of the audit
client. The partner(s) and/or team member(s) who
are involved in the breach of internal rules, such as
independence policies and procedures, or applica-
ble law and regulation, are subject to penalties.

We have confirmed that all breaches of laws and
regulations detected as a result of independence
checks in FY2025 were related to monetary conflict
of interest of individuals and did not affect our
individual audit engagements nor the Firm’s objec-
tivity and fairness.
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Independence assessment procedure

To express an audit opinion, auditors are required
to continuously maintain independence from the
audit client and its subsidiaries and affiliates from
the beginning of the accounting period through the
audit opinion date. Due to a change in the group
structure of an audit client (e.g. acquisition or in-
tegration), an entity may be newly included in the
group of the audit client, and the scope of entities
subject to the independence assessment (e.g., the
permissibility of providing a non-assurance service,
or employment relationship of family members)
may increase. To address such a situation, the Firm
requests all of its audit clients to cooperate and
provide related information timely.

Acceptance and continuance

Based on generally accepted auditing standards

in Japan and PwC network’s policy, the Firm has
established a policy for accepting new clients or
continuing services provided to existing clients for
all services, including audit engagements.

Prior to accepting a new client or a new audit
engagement, the Firm considers whether it has

the aptitude and competence to perform the audit,
including time and human resources. The Firm
may decline a new engagement if we do not consid-
er we have the appropriate resources. In addition
to assessing conflict of interests (e.g., independ-
ence) between the new audit client and the Firm
(including its partners and staff), the engagement
team conducts risk assessment procedures taking
into account the company's reputation, tone at the
top, status of governance and internal controls,
any issues in accounting or audit and other factors,
and obtains appropriate approval according to the
assessed risks.

Upon continuance, the engagement team performs
arisk assessment at least annually and obtains
appropriate approval based on the results.

These series of procedures are implemented
through the Acceptance and Continuance assess-
ment system used across the PwC network.

Reviewing and responding to engagement
risks of audit clients

When renewing an existing contract with audit
clients, the Firm makes a decision on continuance
by carefully considering engagement risks of audit
clients and other factors, including profitability,

to maintain an environment in which high quality
audits can be delivered.

Our response to the revisions to the IESBA
Code

The Firm has applied the revised Internation-

al Code of Ethics for Professional Accountants
(non-assurance services and compensation) issued
by the IESBA (IESBA Code) as of its effective date,
regardless of revisions to JICPA’s Code of Ethics.
With increasing societal expectations regarding
compliance, including independence, several
revision projects pertaining to the IESBA Code are
currently underway.

Recently, the Firm has applied rules related to

the definition of a public interest entity (PIE), tax
planning and related services and technology-re-
lated revisions. Additionally, the Firm is preparing
for the upcoming initial application of the IESBA’s
ethics and independence standards for sustainabil-
ity assurance, as well as rules related to using the
work of an external expert.

To ensure the application and effectiveness of the
revised IESBA Code and revised JICPA’s Code of
Ethics, the Firm has amended its internal policies
and guidance, shared information and provided
training to its partners and staff on the revisions,
and developed and enhanced various tools and
templates. Alerts called IESBA Newsletter are
distributed on an ad-hoc basis to share subsequent
developments of the IESBA and JICPA.

To fulfil its critical roles and responsibilities for the
public interest and to maintain the trust of audit
clients and society, the Firm will maintain a struc-
ture to ensure compliance with the robust rules of
auditor independence.

The IESBA’s ethics and independence stand-
ards for sustainability assurance

Due to the recent surge in demand from the mar-
kets and society for sustainability information, the
volume of readily accessible sustainability infor-
mation has rapidly increased. Alongside this trend,
there is a growing and urgent need to ensure public
interest in addressing the risks of fraud and errors
in sustainability information. Against this back-
drop, and to meet strong societal expectations for
assurance that supports transparent, relevant and
reliable sustainability information, the IESBA has
developed the International Ethics Standards for
Sustainability Assurance (IESSA), which includes
the International Independence Standards. The
IESSA sets out ethics (including independence)
standards for practitioners engaging in sustainabil-
ity assurance that meet certain criteria.

Key features of the IESSA are as follows:

> It applies to all sustainability assurance practi-
tioners, including those who are not professional
accountants, and is designed to be profession-ag-
nostic.

» It is compatible with all reporting and assur-
ance frameworks and is designed to be frame-
work-neutral.

> It serves as a robust standard for sustainabili-
ty assurance engagements, meeting a level of
public interest equivalent to that of financial
statement audits.

> It is an independent standard, introduced as a
new Part 5 of the IESBA Code.

Except for certain provisions applicable to value
chain components that will take effect on or after
July 1, 2028, the IESSA will become effective for
sustainability assurance engagements for periods
beginning on or after December 15, 2026, or as

at a specific date on or after December 15, 2026.
At PwC, a working group has been established to
prepare for the implementation of the IESSA, with
a focus on policies, systems, processes, training,
assurance, methodology and communications.
Additionally, an update to the global independence
policy is planned for early 2026.

The Firm will continue to address revisions to
Japan’s code of ethics while effectively leveraging
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resources from the PwC network. We plan to im-
plement guidance within the Firm from the begin-
ning of 2027 onward, including PwC’s assurance
engagement tools and group instructions aligned
with the IESSA. Since many of the IESSA require-
ments closely align with those for audits, we aim to
facilitate a smooth and practical implementation,
while developing supplementary requirements and
guidance specific to sustainability assurance en-
gagements. Specific considerations related to value
chains and the use of other practitioners will also
be addressed. Assuming that the Firm will conduct
IESSA-compliant assurance engagements primar-
ily for audit clients, we will additionally develop
guidance on the provision of non-assurance servic-
es. For related systems and processes, we will build
on existing frameworks while introducing more
robust mechanisms. In addition, we plan to deliver
effective training at appropriate times by utilising
resources from the PwC network.
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Engagement team-level quality management

Our audit approach - PwC Audit

Engagement teams perform audits in accordance with
the auditing standards in Japan and PwC Audit, which
sets out the PwC network’s common audit methodology
and process. This methodology is based on the Interna-
tional Standards on Auditing (ISAs), with additional PwC
policy and guidance provided where appropriate.

PwC Audit policies and procedures are designed to
facilitate audits conducted in compliance with all re-
quirements of ISAs that are relevant to each audit en-
gagement. Our common audit methodology provides the
framework to enable PwC firms to consistently comply
in all respects with applicable professional standards,
regulations and legal requirements.

In recent years, key auditing standards have been revised
annually. In 2025, the IAASB issued the revised ISA 240,
The Auditor’s Responsibilities Relating to Fraud in an Audit
of Financial Statements. Meanwhile, the audit environ-
ment continues to evolve year by year, driven by tech-
nological advancements and the growing demand for
sustainability-related disclosures. PwC Audit is revised
at least annually to reflect changes in auditing stand-
ards, changes in the audit landscape and other relevant
developments. The revised policies and guidance are
incorporated into Aura, an electronic audit documen-
tation platform used by engagement teams, enabling
engagement teams to perform audits by referencing the
new requirements in a timely manner.

Engagement team’s response to environ-
mental changes and other developments
inside and outside the Firm

Engagement teams respond to environmental changes
and other developments inside and outside the Firm that
affect audits as described below:

The Firm utilises the latest audit support system imple-
mented by PwC. When employing technology in audit,
engagement teams are required to appropriately assess
the logic and programming behind the technology, as
well as the reliability of the data. In addition, reviewers
of audit working papers should focus on the appropriate-
ness of the technology’s intended use and its functional-
ity when supervising and reviewing work performed.

The use of Al is becoming increasingly prevalent among
companies, both in Japan and overseas. Many companies
are disclosing risks associated with Al usage in the sec-
tion highlighting business risks in their annual securities
reports. Concurrently, cyber incidents, such as business
email compromises and ransomware attacks, have been
frequently reported in recent years, leading to heightened
cybersecurity risks. In response to these environmental
changes, and in accordance with ISA 315 Identifying and
Assessing the Risks of Material Misstatement and Auditing
Standards Committee Statement (ASCS) 315 Identifying
and Assessing the Risks of Material Misstatement through
Understanding the Entity and Its Environment, which are
standards addressing the identification and assessment of
risks, engagement teams are gaining an understanding of
the risks above and identifying and assessing the relevant
risk of material misstatement, considering a potentially sig-
nificant impact that the use of Al by companies and cyberse-
curity risks could have on companies’ financial statements.

In response to the growing demand for assurance on sus-
tainability disclosures, the Firm is also providing sustaina-
bility assurance services. These services cover a wide range
of topics, such as greenhouse gas emissions and human
capital indicators, and are conducted in accordance with the
International Standard on Assurance Engagements (ISAE)
3000 Assurance Engagements Other than Audits or Reviews

of Historical Financial Information and ISAE 3410 Assurance
Engagements on Greenhouse Gas Statements. For the execu-
tion of these engagements, PwC Audit provides policies and
guidance specific to sustainability assurance. Engagement
teams plan risk assessments and assurance engagement pro-
cedures and perform procedures for the topics in accord-
ance with the applicable standards and PwC Audit.

Risk & Quality’s response to environmental
changes and other developments inside and
outside the Firm

To respond to environmental changes affecting audits and
comply with new standards, Risk & Quality has been pro-

moting various initiatives in collaboration with Chief Audi-

tors. These initiatives include compiling inquiries gathered
from engagement teams, releasing related guidance,
documentation examples, FAQs and templates as well as
providing updates on audit considerations. Through these

activities, implemented in close collaboration with engage-

ment teams, Risk & Quality has established a framework
that enables audits to remain responsive to environmental
changes and comply with new standards.
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Our initiatives on key audit matters (KAMs)

The Firm’s KAM preparation policy

The Firm continues to enhance KAMs by consid-
ering what information is useful for stakeholders.
The Firm’s policy is to include specific descriptions
of how the situation of each company relates to
the selection of KAMs, specifics of KAMs and rele-
vant audit response, avoiding general information
common to audits of all companies as much as
practicable.

Risk & Quality’s support for KAMs

Risk & Quality provide support to engagement
teams to ensure KAMs are prepared in accordance
with this policy. Risk & Quality established and im-
plemented an easy-to-consult structure in which a
KAM team member is assigned to each engagement
team. Risk & Quality also introduces good practices
of KAMs, and recommendations to include more
specific descriptions in KAMs. When a KAM has a
significant social impact or includes unusual de-
scriptions, the engagement team is required to go
through a formal technical inquiry procedure. Risk
& Quality responded to a number of other technical
inquiries on KAMs in FY2025 as well.

In-depth dialogue with management and
those charged with governance and ongoing
improvement of KAMs

KAMs are those matters that require significant
auditor attention in performing the audit and are
selected from matters communicated with those
charged with governance. To prepare KAMs that
are useful for stakeholders, it is essential to have
deep dialogue on changes in the company's situ-
ation and risk assessment between management
and those charged with governance of the audit
client and the engagement team. Until KAMs are
finalised, there are discussions with audit clients
covering a wide range of topics, including not only
KAMs but also corporate disclosure. As a result of
this in-depth dialogue, companies’ disclosures have
been enhanced and contents of KAMs (e.g., the
nature of KAM, why the matter is determined to
be KAM and how the matter was addressed in the
audit) are described more clearly.

In this process, Risk & Quality continuously sup-

ports engagement teams to ensure consistency
among the footnotes, KAMs and audit response.
Due to the collaborative effort between engage-
ment teams and Risk & Quality, the Firm can
develop KAMs that appropriately reflect the judge-
ment of the engagement teams, and are easy to
understand and reliable for stakeholders. KAM case
studies released by the Securities Analysts Associa-
tion of Japan include a number of KAMs prepared
by the Firm.

Issues related to KAMs (i.e., how to avoid KAM
descriptions becoming boilerplate or how to reflect
changes in the company’s situations in KAMs) need
to be continuously considered. We will continue to
work on the development of KAM practices to meet
the expectations of our stakeholders.
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Response to fraud risk

Risks of material misstatement due to fraud

Auditing standards generally accepted in Japan
stipulate that auditors must pay close attention as
professionals and exercise professional scepticism
when performing audits. The Standards for Re-
sponse to Fraud Risk in Audits also emphasises the
importance of scepticism (professional scepticism)
as professionals in appropriately addressing fraud
risk.

Maintaining and exercising professional
scepticism

The Firm believes that communication within

the engagement team is indispensable for team
members to maintain and exercise professional
scepticism. By exchanging candid opinions among
engagement leaders and team members, matters
that may be significant issues in the audit (e.g.,
the identification of audit risk, including potential
fraud risk and unusual transactions) and a plan to
address such issues can be shared.

To help team members obtain information to
identify risks of material misstatement due to
fraud, the Firm requires partners and staff with
experience in leading audit engagements to attend
case study training. The Firm also invites practi-
tioners and legal specialists from outside the Firm
as lecturers to provide training on digital risks and
responses to such risks by companies, the use of Al,
legal risk management and key points of internal
whistle-blowing programs for early detection and
response to fraud risk.

Additionally, the Firm has established an audit hot-
line* as a whistle-blowing program for both inside
and outside the Firm.

Response to potential material misstate-
ment due to fraud

When an engagement team identifies a potential
material misstatement due to fraud, this is shared
within the Firm and necessary action is taken
according to the circumstances shown in the figure
on the right. The engagement team may receive
additional review by the quality review partner,
advice from an OU risk management partner or
support from Risk & Quality. Furthermore, a fraud
specialist may be involved.

Analyses of financial data of audit clients

B Response to fraud risk

Depending on incidents,
the audit client sets up an
investigation committee
for in-depth investigation
of fraud impact and
reports to authorities and
other necessary parties.

The Firm performs various analyses to address
fraud. These include inquiring with the engage-
ment team about any abnormal values using multi-
ple analyses (e.g., multiple-year trends in financial
data extracted from annual securities reports or
earnings release published by the audit client, or
analysis of trends in financial ratios and turnover
period of accounts receivable) in reference to fraud
cases, and assessing any signs of fraud.

Through discussions with the engagement teams,
Risk & Quality can understand financial informa-
tion and the nature of business of audit clients,
which helps Risk & Quality enhance their risk
profiling. Additionally, Risk & Quality has been
developing Al-enabled fraud detection tools to an-
alyse financial statements of audit clients based on
corrections to annual securities reports in the past,
and to use the results of analysis for the assessment
of fraud and error risks.

* How to report via the audit hotline is posted on the Firm’s website. The Firm’s policy sets out that whistleblowers should not be treated disadvantageously. The
leader of Risk Management appoints people who have access to the information provided. People who are involved in the reported matter are not granted access

to protect the confidentiality of whistleblowers.

Authorities <

Exchanges —<«—

* The engagement team is
notified of actual or
potential fraud by the
audit client, or identifies
the likelihood of fraud
through audit
procedures.

e Consider whether to
review the risk of
material misstatements
due to fraud through the
audit procedures,
including inquiries of
management and other
relevant personnel.
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Investigation committee

Report

Report

@ Verification of facts, identification of
persons who were involved/aware of
the incident

@ Assessment of investigated results
@ Assessment of the impact amount

@ Root cause analysis

@ Investigation of similar incidents
@ Development/implementation of
measures to prevent recurrence

Inquiries

regarding actions

Assess investigation
results

@ Assessment of the investigation,

understanding of facts

@ Update of a fraud risk assessment

and response to fraud risk

@ Assessment of the impact amount
@ Assessment of internal control
deficiencies

@ Support by fraud investigation

experts

Increase resources
including staff

OUs

QRP

Review

Assess the results of
investigation
conducted by the
audit client (including
the investigation
committee) from the
perspectives of
accounting and
internal controls.

If review of the risk of
material
misstatements due to
fraud and additional
procedures are
necessary, receive
support from an
expert within the Firm.

Consultation/inquiry
for technical views

Risk & Quality
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Technology-focused audit approach

Importance of technology in audits and
changes in risks from DX promotion

The use of technology has been expanding and
deepening. Many entities are using advanced tech-
nology such as cloud and RPA by promoting digital
transformation (DX). The use of generative Al and
Blockchain has also been accelerated to improve ef-
ficiency and enhance operations through the use of
data. At the same time, technological advancement
has posed new types of risks.

In today’s highly technology-dependent environ-
ment, third-party management and cybersecurity
risks, such as those associated with the use of cloud
services, are prevalent across all entities. Recently,

M IT and business process diagram

@ Automated controls [l Automatic calculation A Interface Access control Report

complex risk events, including damage caused by
ransomware, misconfigurations in cloud-specific
environments and deficiencies caused by third
parties, have occurred with increasing frequency.
Auditors need to address these as risks associated
with financial reporting since such incidents affect
the timely processing of period-end closing and
disclosures due to the extended recovery period
after such incidents, and lead to system failures
that disrupt business activities.

To respond to these incidents, the reliability of IT
used for financial reporting needs to be assessed for
audit purposes and the importance of such assess-
ments is increasing as digitisation initiatives of
audit clients progress.
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IT application controls and IT general controls

There are two types of IT controls: IT application
controls (ITACs), which are controls over the
functions and processing of systems (e.g. access
restriction and interfaces) and IT general controls
(ITGCs), which underpin the reliability of systems,
including system development, maintenance,
operation and security management. In the context
of IT controls, it is crucial to understand the roles
these two types of controls play.

Taking a sales process as an example, the sales
management system generates shipment instruc-
tions based on order data received and automati-
cally calculates the sales amount using the amount
registered in the unit price master. In this scenario,
if a series of processes up to interfacing the sales
data to the accounting system where journal en-
tries are auto-generated is automated without hu-
man intervention, interface failures in processing
due to a system problem or journal entry program-
ming errors can result in inaccurate sales figures.
This series of processes form ITACs. Inappropriate
implementation of these controls can lead to risks
that directly impact financial figures.

To prevent inappropriate updates to the individual
programs and data that comprise the processes
above, it is also essential to implement controls
over system development, maintenance and op-
eration. This includes setting access restrictions
for developers, log monitoring and problem mon-
itoring for timely detection of errors and recovery.
These are ITGCs and failure to implement ITGCs
throughout the year without giving rise to signif-
icant deficiencies raises doubts about the effec-
tiveness of ITACs that relies on the effectiveness of
ITGCs. Consequently, other business process con-
trols that depend on the effective ITACs may also
be affected, thereby indirectly impacting financial
risk.

Given the above, as shown in the figure on the left
page, ITGCs are the foundation for internal con-
trols over financial reporting. Therefore the evalua-
tion of ITGCs is essential in audits.
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Our audit approach related to IT

With the expansion of technology deployment by
companies, auditors cannot sufficiently respond

to heightening IT risks through only testing pa-
per-based supporting documents and manual
controls, and simply gaining an understanding and
evaluating the IT environment.

We perform in-depth audit procedures on controls
over IT. For ITACs, we understand the configura-
tion of the system through inspection of specifica-
tions in addition to inquiries, and use actual data to
verify whether the process is performed according
to the specifications.

With respect to ITGCs, we test log data of program
changes and security settings to ensure the reliability
of programs and data. Authority settings of complex
ERP systems are also tested in a complete manner us-
ing evaluation tools developed by the PwC network.

The incorporation of technology into business pro-
cesses enables the consistent processing of a huge
volume of transactions and data in accordance with
the rules, and helps strengthen internal controls

by preventing fraudulent data alteration through
limiting access only to appropriate persons.

However, the use of technology also creates other
risks.

Since, in recent years, cyber security risk also has a
significant impact on financial reporting, our audit
approach to this risk is to perform procedures regard-
less of whether cyber incidents have occurred. We
incorporate the PwC network’s latest audit approach
for cyber security risk. When there are no cyber
incidents, this includes the assessment of common
cybersecurity risks that may affect financial report-
ing and the evaluation of internal controls including
intrusion detection, patch management, and backup
and restoration to address ransomware attacks.

To adapt to the pace of clients’ transformation and
proactively respond to emerging risks arising from
such transformation, we will continuously monitor
changes in IT environment and trends and appropri-
ately identify and assess risks arising from the use of
technology, thereby contributing to valuable audits.
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Periodic monitoring activities and external inspections of audit

engagements

1. Post-audit review (periodic monitoring
activities)

The Firm periodically monitors the system of qual-
ity management and individual audit engagements.
As part of these periodic monitoring activities,

we use a quality management review program
adopted globally by the PwC network. The quality
management review program is based on profes-
sional standards relating to quality management,
including the International Standard on Quality
Management No.1 and the PCAOB’s Quality Con-
trol Standards.

Review teams are composed of staff at Quality
Review and partners, directors and senior manag-
ers of overseas PwC member firms, and perform
monitoring using common PwC network policies,
procedures, tools and guidance.

Periodic monitoring activities of the system
of quality management

Periodic monitoring activities of the system of qual-
ity management review whether internal controls
over the system of quality management are appro-
priately developed and operated in accordance
with the quality management standards.

Periodic monitoring activities of individual
audit engagements

Periodic monitoring activities of individual audit
engagements review whether individual audit en-
gagements are appropriately performed in accord-
ance with applicable standards related to audits.
Partners who serve as an audit engagement leader
are, in principle, subject to periodic monitoring
activities of individual audit engagements once
every three years. In addition, audit engagements
with a high social impact and those whose risks are
assessed as heightened are also taken into account
when selecting those subject to periodic monitor-
ing activities.

2. Assessment, communication and remedi-
ation of identified deficiencies

If the periodic monitoring activities identify a sig-
nificant finding, the engagement leader is required
to develop and implement a remediation plan.
Risk & Quality monitors whether the remediation
plan is developed and implemented in a timely and
appropriate manner. The results of periodic moni-
toring activities and the set of remedial actions are
also shared with the PwC network and are reflected
in personnel evaluation of each engagement team
staff, including the partner, considering their roles
and responsibilities within the engagement team.

3. Root cause analysis and thorough imple-
mentation of remedial actions

Based on the results of periodic monitoring activ-
ities and external inspections, the Firm promptly
conducts a root cause analysis to help improve
audit quality. Specifically, the Firm conducts vari-
ous analyses, including the analysis of matters that
need improvement, comparison of audit engage-
ments with issues identified with those with no
issues, and consideration of objective factors and
potential issues. The Firm assesses the results of
these analyses and takes necessary actions, includ-
ing reviewing the assignment policy, revising the
written audit procedures, developing guidance to
prevent recurrence, monitoring the progress of
in-progress audit engagements and conducting
adequate education and training.

4. Reflection in next fiscal year’s measures

Remedial measures are taken individually based
on the root cause analyses. Findings are recognised
as risks in the QMSE and are reflected in the Firm-
wide quality management measures.

Results of periodic monitoring activities

In FY2025, as shown in the table on the right, 47
audit engagements were subject to periodic mon-
itoring activities, without any significant findings.
These activities covered 52% of the partners en-
gaged in audit engagements.

Initiatives to improve quality based on the
results of periodic monitoring activities

Based on the results of FY2024 periodic monitor-
ing activities, the Firm implemented initiatives to
improve the behaviour (direction, supervision and
review) of engagement partners and team man-
agers, releasing audit alerts on specific areas and
providing follow-up training. The Firm will contin-
ue its efforts for further improvement. We have also
performed a root cause analysis for the findings
identified in FY2025 periodic monitoring activities
and are taking actions to address individual issues.

The Firm has been enhancing audit procedures

in the areas of journal entries and accounting
estimates. Given drastic changes in the business
environment surrounding companies, it is increas-
ingly important for audit clients to enhance their
business management frameworks. This includes
continuously strengthening internal controls and
creating detailed supporting documents for es-
timates by taking into account changes in their
business environment.

The Firm encourages audit professionals to recon-
firm their understanding of standards and required
audit procedures and documentation. Further-
more, Risk & Quality, together with the chief audi-
tors, promotes the standardisation of procedures.

The Firm has fostered a culture to understand
global trends of quality improvement in audits, and
to learn from findings raised in periodic monitoring
activities. The Firm continues to place top priority
on improving audit quality and, in cooperation
with audit clients, improve quality of financial
reporting in Japan.
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B Review and root cause analysis

Hot review
(Review during audit)

Audit firm’s system
of quality management
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H Results of periodic monitoring activities

_ FY2024 FY2025
2:3;22:710;1?3_3(:0‘)9 36 cases 47 cases
il\cljznstii%r;idﬁcant e 32 cases 47 cases
iSdingtiiffi%%nt e 4 cases 0 cases
Partner coverage rate 38% 52%

B Reviewer’s working hours

Review during audit

(Hot review) 9,049 hours | 8,707 hours

Post-audit review
(Periodic monitoring 4,724 hours | 4,526 hours
activities)

Total 13,773 hours | 13,233 hours
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Quality management reviews by the JICPA

With a view to maintaining and ensuring societal
trust in audit by maintaining and enhancing an
appropriate audit quality level, the JICPA has in
place a self-regulatory program to review the status
of audit quality management activities conducted
by audit firms (quality management reviews). The
quality management reviews are generally con-
ducted once every three years, with their results
being notified to audit firms and where necessary,
recommendations for remediation being issued.

H Results of recent quality management review

Date of issuing the
quality management
review report

April 30, 2025

Results with no significant

Review result icienci
eview results deficiencies

Inspections by the Certified Public Account-
ants and Auditing Oversight Board

The Certified Public Accountants and Auditing
Oversight Board (CPAAOB) receives reports on
quality management reviews from the JICPA,
examines the details, and conducts on-site inspec-
tions at an audit firm, as necessary. If the CPAAOB
identifies that quality management of audits is sig-
nificantly inadequate, or that the audit engagement
is not in compliance with laws and regulations,

the CPAAOB recommends the Financial Services
Agency (FSA) to take administrative action or other
measures necessary to ensure the appropriate oper-
ation of that audit firm.

The Firm was not subject to any administrative
action by the FSA as of June 30, 2025.

Inspections by the Public Company Ac-
counting Oversight Board

The Public Company Accounting Oversight Board
(PCAOB) periodically conducts inspections for
accounting firms that audit public companies. The
results of inspections are disclosed on the PCAOB’s
website.

Response to findings

When findings are raised in the quality manage-
ment reviews by the JICPA or inspections by the
CPAAOB or PCAOB, the Firm takes appropriate
measures, analyses root causes, develops guidance
to prevent recurrence, implements education and
training, and takes other necessary measures.

B Administrative action resulting from external
inspections

Administrative FY2025

action by the FSA FY2024

since foundation: 0 >
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Collaboration with the PwC network

The Firm collaborates with the PwC network to
introduce audit methodologies, monitor audit en-
gagements, and develop technology. It also coordi-
nates audits of overseas subsidiaries of audit clients
with the PwC network firms.

PwC Japan Group Annual Review

https://www.pwc.com/jp/ja/about-us/
annual-review.html

Global audit

In order to appropriately perform group audits of
companies that operate business globally, it is nec-
essary to identify audit risk related to overseas sub-
sidiaries and take appropriate responses. PwC firm
members apply PwC Audit which is audit method-
ologies commonly applied across the PwC network.
While gaining a deep understanding of society,
culture, legal system and language of overseas sub-
sidiaries and other entities of companies, the Firm
closely collaborates with local PwC network firms
to perform global, consistent, high-quality audits
while taking into account business environment
surrounding overseas subsidiaries and other enti-
ties at each country.

M Global audit structure

When performing audits of companies operating
globally, the Firm engages the Japan Business
Network (JBN) members as necessary and works

closely with engagement teams that perform audits

of overseas subsidiaries and other entities.

If a serious issue, such as fraud, were to occur, we
hold face-to-face discussions with local manage-
ment at an early stage with local auditors even if
the issue has occurred overseas. Risk & Quality
supports significant issues at an early stage and
communicates directly with local Risk & Quality as
necessary to resolve them. Additionally, four-party
meetings are conducted involving the audit client,

its overseas subsidiary, the Firm and the local PwC

member firm for discussions to promptly address
and resolve issues with the audit client.

Japan Business Network (JBN)

In order to support the business of Japanese compa-

nies, the PwC network has built a support network
for Japanese companies consisting of accounting,
auditing and other professionals in each territory
across the world. As of July 1, 2025, the Firm has
deployed 658 specialists in the JBN (of which 447
are capable of Japanese language support).

PwC network
B Overview of inspections by external institutions ) Audit N m .
Audit client < » PwC Japan Specialist team of Risk &
l_ engagement team Support Quality at PwC Japan

Certified Public Accountants and FSA

I ¢ Recommend — Auditing Oversight Board

| Communication tools ] ICoIIaborate

Review

Overseas operation —T T— Engagement team of

Report the results of quality i p N -
management review of audit client € Aot » overseas subsidiary / JBN Support

Administrative Quality management
action review Inspect

also mobilised in Japan, which will respond to issues together

L mem e | A
with the engagement team
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Specialist team of Risk & Quality
at local PwC member firm

Four-party meeting
Flexibly hold to discuss matters such as an important issue or
a new significant subsidiary, as necessary

Collaboration between Risk & Quality

Risk & Quality supports significant issues at an early stage.
Risk & Quality communicates directly with the specialist team
of Risk & Quality at the local PwC member firm
Face-to-face discussion

Hold a face-to-face discussion with local management at an
early stage, even overseas, with local auditors to solve issues
as soon as possible

Mobilisation of a specialist team
When a local specialist team is mobilised, a specialist team is


https://www.pwc.com/jp/ja/about-us/annual-review.html
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https://www.pwc.com/jp/ja/about-us/annual-review.html

Quality Management

Using technology in audit

B Technology-enabled audit processes

Primary effects M =Quality/effect @=Timeliness P =Efficiency

Tools implemented

Flow of audit Digitisation/automation
procedures methods
Receipt of > D
documents o —

Data accumulation

® Connect

Platform that allows clients to quickly and securely share
audit documents and deliverables

® Extract

Tool that automatically extracts accounting data from audit
clients’ ERP systems

® Electronic confirmation letter platform
Platform to exchange confirmation letters electronically

Conversion to >
audit documents

Data conversion and

standardisation

» Standard data model converter

Tool to covert financial data of major ERP systems, including
domestic ERPs, to the data models

required by analysis tools

O

Reconciliation/ /
calculation/ >
analysis Digitisation and

automation of
reconciliation,

calculation and analysis

M Disclosed documents check tool
Platform to automatically check disclosed documents

M Halo for Journals

Data analysis tool that performs analyses using journal entry
data

M Consolidated financial statements analysis
dashboard

Tool to visualise changes in key financial indicators of con-

solidated financial statements and to support

audit analyses

Working papers/ >

documentation Digitisation and

automation

of output, visualisation
and documentation

M Aura

Audit documentation platform used across the PwC network.
Tool to develop audit plans and conduct

audits more effectively and efficiently

M Halo for Journals

Data analysis tool that performs analyses using journal entry
data
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The Firm invests in technology and audit transformation efforts, as the use of technology for audit quality enhance-
ment leads to higher audit satisfaction not only for audit clients but for all stakeholders. As demonstrated in each
stage of the audit procedures below, the Firm has deployed many tools to improve the timeliness, quality, effective-
ness and efficiency of audit.

Data acquisition and conversion

Data from audit clients, as well as various external third-party data, are automatically fed into PwC’s systems and
converted.

Tool example » Extract

Extract is a tool developed by PwC that can automatically extract data from ERP systems. By improving the effi-
ciency of the data extraction process, the tool reduces the time required for both the audit client and the auditor.
It enables more frequent and secure data sharing and helps detect high-risk journal entries at an early stage.

Analysis of accounting figures and performance of audit procedures

By utilising a variety of audit tools, auditors can identify potentially significant audit matters earlier and engage in
discussions with audit clients to enable efficient and high-quality audits.

Tool example » Halo for Journals

Halo for Journals is an audit tool designed to handle large volumes of journal entry data and analyse entire pop-
ulations. Based on predefined extraction criteria, it identifies relevant journal entries for analysis and facilitates
exploration and visualisation to initiate testing procedures.

Tool example » Consolidated financial statements analysis dashboard

Consolidated financial statements analysis dashboard developed by the Firm is a tool that supports audit analy-
ses and visualises changes in key financial indicators. When this dashboard is use in our communication within
teams and with audit clients, we deliver dialogue informed by data and data-driven audits, thereby transforming
the audit experience for audit clients.

Working papers and documentation

By generating the results of reconciliations and analyses and preparing audit working papers based on those results,
auditors can focus on their professional activities, such as interpretation and judgement.

Tool example » Aura

Aura is a global audit documentation platform used across the PwC network that clearly links risks, required pro-
cedures, controls and risk response procedures. By providing comprehensive guidance and project management
capabilities, Aura supports the effective application of audit methodology and facilitates the development and
implementation of audit plans.
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Initiatives for business process improvement and quality

enhancement

Initiatives for operational standardisation
and delivery model transformation

At PwC Japan Group, the Technical Competency
Centre (TCC), which comprises more than 500
members in Japan, is enhancing the standardisa-
tion of the audit process and provides audit proce-
dure support to other territories as well.

TCC is an organisation that works closely with the
digital-tool development department and engage-
ment teams, and is composed of staff who have
digital skills and/or basic accounting qualifications.
In addition to improving the audit process, we aim
to improve audit quality through standardisation
and automation by leveraging know-how of the
digital tool development department.

TCC centrally manages the audit and other oper-
ations and performs audit procedures according
to the standardised process. Specifically, a team
within the department performs testing of certain
accounts for which the required audit procedures
are the same for most audit clients, thereby ensur-
ing quality. Every year, TCC staff and CPAs collab-
orate to review the business processes to improve
the quality of the audit procedures.

Engagement Performance and Quality (EPQ)
initiatives

EPQ is the Firm’s key quality enhancement initi-
ative, known as ‘4+1’ » p.56 , which focuses on
improving business processes. EPQ aims to culti-
vate a culture where people act autonomously by
helping engagement teams and their respective
staff members understand the benefits of accelerat-
ing the timing of performing procedures to improve
audit quality.

We have implemented a tool to verify that disclo-
sure documents on EDINET match the final version
agreed with audit clients. Additionally, we have
established a process to automatically verify certain
disclosures in the annual securities report using
XBRL data, thereby enhancing support for engage-
ment teams.

To support these initiatives, more than 20 dedicat-
ed CPAs are assigned as managers for quality man-
agement within TCC. TCC’s work is also subject to
quality management reviews by the Firm.

B Three steps for DX promotion

step O

step2 Al/

Automation

step 1 Digitisation
Standardisation
H Front-loading business process
Back-loading

SINoyY-uep

business process

Front-loading

business
process ’

Commence audit work Audit opinion date

Information security

Information security management structure

Through collaboration between the PwC network’s
information security department and member
firms in each territory, PwC is working to strength-
en information security. Initiatives at the PwC
network level enable the prompt implementation
of measures using the latest advanced technology
globally and efficiently promote compliance with
laws and guidelines. This ensures a higher level of
information security compared to the initiatives
implemented at an individual member firm level.

The Firm has promptly introduced cybersecurity
measures based on the PwC network’s zero trust
security model and is responding to emerging new
threats in a timely manner. In addition to these
technological measures, we have launched infor-
mation security measures at both the organisation
and individual levels. These include conducting in-
formation security assessments in accordance with
the PwC network’s common standards, providing
training and drills based on common contents,
identifying information security risks arising from
Japan-specific working environment and culture,

B Risk management based on NIS cyber strategy

/|

NIS cyber Risk
strategy

Strategic
requirements

Risk analysis

Services and
capabilities, control
and technology,
incident data

management
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and raising awareness among partners and employ-
ees.

Through these initiatives, we strive to continuously
ensure robust information security that protects
our clients’ information. To maintain and strength-
en information security, the Firm acquired ISO/IEC
27001 (ISMS) certification in June 2022.

Cybersecurity incident management

Threats of cyberattacks, including ransomware, are
increasing each year. PwC has been implementing
measures to identify, prioritise and mitigate cyber
risks existing in the PwC network’s technological
environment. The Firm has also established a
structure to prevent cyberattacks, such as network
protection, endpoint protection, cloud protection,
identity security and 24/365 monitoring. It also
has a mechanism whereby the information security
department deals with incidents by sharing infor-
mation and collaborating with the related depart-
ments, including the risk management department,
the legal department and the department where
the incident occurred.

B Cybersecurity management system

24/365

e Cloud
monitoring

protection

Identity security
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