
What are the benefits of the training?
• Awareness of common techniques used for

cyber attacks
• No lectures: see and try real life scenarios
• Tips from cyber experts with unique

experience gained in Europe and CIS countries
• Quick wins / action plan – your next steps to

strengthen cyber security

Who is delivering the training?
The training is delivered by PwC experts from
Ukraine and CEE Cyber Centre of Excellence

Contact information to register for the training or get more details

Anton Tseshnatii
anton.tseshnatii@ua.pwc.com
www.pwc.com/ua
+380 44 354 0404

Konstantin Romansky
konstantin.romansky@ua.pwc.com
www.pwc.com/ua
+380 44 354 0404

Current cyber threats
to corporations and
public sector

What is the training about?
• The training will help organisations in identifying

different types of cybersecurity threats
• We will present live demonstrations of key ‘vectors

of attack’ typically used by hackers in modern IT
environment:
 Killchain – how attackers get to your ‘crown

jewels’
 What and how can attackers do after breaking

in
 Wireless attacks
 Physical access (RFID, lockpicking)

Whom is the training for?
• The training is for a wide audience that needs to

understand why and how the organisation is
exposed to cyber risks

• Usually includes the management and technical
staff that will be involved in preparing the
organisation for and responding to cyber attacks,
IT, Security, Operations, Internal Audit etc.
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