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Az altalanos adatvédelmi
rendelet Iényegi elemei

Mi az altalanos adatvédelmi rendelet?

A 2018. méjus 25-t6] alkalmazand¢6 altalanos
adatvédelmi rendelet (angolul: General Data
Protection Regulation, ,,GDPR") az Europai
Unié valamennyi tagallamaban kézvetlentl
alkalmazando (j jogszabaly, amely az
adatvédelem, az adatbiztonsag és az
informéci6s 6nrendelkezési jog elsGszamu
jogforrasa lesz az elkovetkezd években.

A GDPR rendelkezéseit kizarélag a legalabb
részben (vagy egészben) automatizalt médon
kezelt személyes adatokra kell alkalmazni,
illetve az olyan, nem automatizalt
adatkezelésekre, amelyek keretében a
személyes adatokat valamely nyilvantartasi
rendszer részévé teszik. A GDPR hatalya tehat
nem terjed ki a strukturalatlanul tarolt
iratokban rogzitett személyes adatokra.

A GDPR szabalyai minden olyan, az EU-ban
letelepedett adatkezelGre vagy
adatfeldolgozora kotelez6ek, amelyek
tevékenysége akar az EU teriletén, akar azon
kivll végzett adatkezeléssel fligg 6ssze.
Emellett az az EU-ban tevékenységi
hellyel nem rendelkez6 adatkezelSkre,
adatfeldolgozokra is alkalmazando,
amennyiben ezeknek az EU-ban tart6zkod6
érintett személyes adatainak kezeléséhez
kapcsolodik a tevékenysége, feltéve, ha az
adatkezelés aruk vagy szolgéaltatasok
nyujtasaval, vagy az érintettek viselkedésének
megfigyelésével fligg dssze.

Briefly on the General
Data Protection
Regulation

What exactly is the General Data
Protection Regulation?

The General Data Protection Regulation, the
enforcement of which starts on 25 May 2018 (in
Hungarian: “Altalanos Adatvédelmi Rendelet”;
“GDPR?”) is a new regulation with direct
applicability in all the member states of the
European Union. It will function as the
principal source of law for data protection, data
security and privacy in the coming years.

The provisions of the GDPR are applicable only
to data processing (controlling) that takes place
at least partially in an automatic way and data
processing (controlling) that is not automatic
but results in the processed (controlled)
personal data becoming part of a given
database. Therefore, personal data contained
in unstructured documents are not subject to
the GDPR.

The rules of the GDPR are mandatory for data
controllers and data processors having an
establishment in the EU that conduct their
data processing activities either within or
outside the boundaries of the EU. Further, the
rules are applicable to data controllers and
data processors that do not have a place
of operation in the EU but carry out their
operations with regard to data subjects resident
in the EU,

if the data processing is related to either
offering goods or services to the data subjects
or monitoring their behavior.
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Kotelezettségek a Rendelet alapjan

Bar a Rendelet legtobb elbirasa a jelenleg
hatalyos szabalyozasbdl is levezethetd,

az az egyes kotelezettségeket a jelenleginél
joval pontosabban és részletesebben
hatarozza meg.

A Rendelet tobbek kozott az alabbiakat varja el
az adatkezel6ktdl:

« valamennyi adatkezelési miivelet teljes
atlathatosaga;

« nagyfoku tudatossag és az adatkezelési
miveletek folyamatos dokumentélasa;

« beépitett és alapértelmezett adatvédelem
(,privacy by design”);

e azérintettek szdmara az ,elfeledtetéshez
valo jog” (,,right to be forgotten™)
biztositasa;

e az adatok hordozhatésaganak
biztositasa az érintett szamara;

e bizonyos esetekben adatvédelmi
hatasvizsgalat lefolytatasa;

« bejelentési és tajékoztatasi kotelezettség
adatvédelmi incidensek esetén;

e U], részletesebb szabalyoknak valé
megfelelés a 16. életéviiket be nem toltétt
érintettek adatainak kezelése korében.

A jogsért6 adatkezeléseket - a jogsértés
sulyatol fiiggben - a Rendelet jelentGs
birsagokkal szankcionalja, melyeknek
legmagasabb Osszege az el6z6 pénziigyi évben
elért teljes vilagpiaci forgalom 4%-anak
megfeleld 6sszeg, vagy legfeljebb

20 000 000 EUR lehet (a kett§ koziil a
magasabb).

Felkésziilés a Rendeletre

A Rendelet alkalmazésara valo felkésziilés els6
Iépéseként megfontolandd, hogy az adott
szervezet még abban az esetben is
adatvédelmi tisztvisel6t (vagy méas
megfelel6 személyt) jeloljon ki, ha az
egyébként a GDPR értelmében nem kotelezé.

Obligations arising from the GDPR

Although most of the provisions set forth

by the GDPR can be deduced from

the regulations currently in force as well,

the GDPR establishes obligations that are
significantly more precise and detailed.

Among others, the GDPR expects the
following of data controllers:

- complete transparency of all data
processing operations;

e continuous documentation of all the
data processing operations, and a high
level of awareness;

e integrated data protection solutions by
design and default (“privacy by design™);

e ensuring data subjects’ “right to be
forgotten”;

e ensuring data portability to data
subjects;

e conducting privacy impact
assessments in certain cases;

e reporting and information obligations
in case of privacy breaches;

< adherence to new, more detailed rules
concerning the processing of personal
data belonging to data subjects below
the age of 16.

The GDPR sanctions data controlling that
infringes the rights of data subjects —
depending on the gravity of the infringement
— by considerable fines ranging up to 4 % of
the global annual turnover in the preceding
financial year, or EUR 20,000,000
(whichever is higher).

Preparation for the GDPR

As the first step of preparing for the
application of the GDPR, organizations
should consider appointing a data
protection officer (,DPO”) or a person with
similar duties, even if the organization is
otherwise not required to do so on the basis of
the GDPR.
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llyen moédon biztosithaté a GDPR-ra valo
felkészlilés keretében, hogy a szervezet
egységes szempontrendszer mellett mérje fel
az adatvédelmi folyamatait, dokumentalja
azokat, készitsen megfelel$ részletességii
adatvagyon-leltart, illet6leg beazonositsa a
megfelel6ség érdekében megteendd
intézkedéseket, majd gondoskodjon azok
végrehajtasarol.

Adatvédelmi tisztvisel6 nemcsak az adatkezel§
alkalmazottja lehet, hanem kiilsés cég is
igénybe vehetd, szolgaltatasi szerz6dés
alapjan, még abban az esetben is, ha
egyébként az ilyen tisztségviseld kijelolése a
Rendelet értelmében kotelezd.

Adatvédelmi tisztviselGt kotelez6 kinevezni,
ha:

e az adatkezelést kdzhatalmi szervek, vagy
egyeb, kozfeladatot ellaté szervek végzik;

« az adatkezel§ {6 tevékenységei olyan
adatkezelési miiveleteket foglalnak
magukban, amelyek jellegtiknél,
hatokoriknél és/vagy céljaiknal fogva az
érintettek rendszeres és szisztematikus,
nagymértékd megfigyelését teszik
sziikségessé;

» az adatkezel§ kiilonleges adatokat (pl.
egészségugyi adatok, szakszervezeti
tagsag, etnikai szarmazas) nagy szamban
kezel.

Az adatvédelmi tisztvisel6 kinevezése azonban
onmagaban nem elegend6 a Rendeletre vald
felkésziilésre. Sziikséges valamennyi, meglévo
adatkezelési mivelet feltérképezése, a belsd
folyamatok, szabalyzatok mddositasa,
kockéazatkezelési eljarasrendek kidolgozésa,
illetve az érintetteknek nyujtott tovabbi
tajékoztatas azokkal a tobbletjogokkal
kapcsolatban, amelyek a Rendelet alapjan 6ket
megilletik.

In this way, the organization can ensure

that during the preparation for the GDPR,
its data-related operations are assessed

and documented on the basis of

a uniform approach and in the course of this,
a data asset inventory of adequate detail

is also prepared and in addition,

the steps necessary for compliance

can also be identified and implemented.

DPOs can be appointed from the employees of
the data controller or it is possible

to appoint a third party on the basis of

a service agreement, even if appointing a DPO
is otherwise mandatory as per the GDPR.

A DPO must be appointed if:

« the data processing (controlling) is
carried out by a public authority or
body;

« the core activities of the controller or
processor consist of processing
operations that require the regular and
systematic monitoring of data subjects
on a large scale;

< the core activities of the controller or the
processor consist of processing
(controlling) a large scale of special
categories of data (e.g. health data, labor
union membership, ethnic background
and origins).

However, merely appointing a DPO will not
suffice to prepare for the GDPR. All the
existing data-related operations must be
charted, internal procedures and rules must
be amended, risk management procedures
must be designed and adequate information
must be provided to the data subjects on the
new rights to which they are entitled on the
basis of the GDPR.
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A Réti, Antall és Tarsai Ugyvédi Iroda PwC
Legal és a PwC Magyarorszag 2017. junius
6-i k6zds rendezvényén, munkatarsaink és
vendégel6adoink segitségével On is
megismerkedhet a Rendelet el6irasaival és
attekintést kaphat a Rendeletre valo
felkésziilés érdekében megteendd 1épésekrol.

Amennyiben a fentiek felkeltették
érdekl&dését, illetve kérdése meriilne fel,
forduljon szokasos kapcsolattart6 partneréhez
vagy Gally Eszterhez (tel: +36 1 461 9244,
e-mail: eszter.gally@hu.pwc.com).

On 6 June 2017, in the joint event of Réti,
Antall & Partners Law Firm and PwC
Hungary, you can familiarize yourself with
the provisions of the GDPR with the help of
our colleagues and guest speakers, and you
can also get an overview of the steps to be
taken in order to ensure compliance with the
new regulation.

If you would like to know more on the above,
please get in touch with your usual contact at
PwC or Eszter Gally (tel: +36 1 461 9244,
e-mail: eszter.gally@hu.pwc.com).
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